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through enhanced layered defenses, and for 
other purposes. 

SA 4920. Mr. BURNS submitted an amend-
ment intended to be proposed by him to the 
bill H.R. 5385, making appropriations for the 
military quality of life functions of the De-
partment of Defense, military construction, 
the Department of Veterans Affairs, and re-
lated agencies for the fiscal year ending Sep-
tember 30, 2007, and for other purposes; which 
was ordered to lie on the table. 

SA 4921. Mr. DEMINT submitted an amend-
ment intended to be proposed by him to the 
bill H.R. 4954, to improve maritime and cargo 
security through enhanced layered defenses, 
and for other purposes; which was ordered to 
lie on the table. 

f 

TEXT OF AMENDMENTS 

SA 4907. Mr. CONRAD (for himself, 
Mr. DORGAN, Mr. SALAZAR, Mr. MENEN-
DEZ, Mrs. LINCOLN, Mr. KERRY, Mr. 
OBAMA, Mr. PRYOR, Mr. BINGAMAN, Mr. 
DAYTON, Mr. KENNEDY, and Mr. LEAHY) 
proposed an amendment to the bill 
H.R. 5631, making appropriations for 
the Department of Defense for the fis-
cal year ending September 30, 2007, and 
for other purposes; as follows: 

On page 230, beginning on line 15, strike 
‘‘$19,265,000’’ and all that follows through 
line 16 and insert the following: ‘‘$219,265,000, 
to remain available until September 30, 2008: 
Provided, That $200,000,000 of such funds is 
available only for a unit dedicated to bring-
ing to justice Osama bin Laden and other 
key leaders of al Qaeda: Provided further, 
That the Secretary of Defense shall, not 
later than 60 days after the date of the enact-
ment of this Act, and every 90 days there-
after, submit to the congressional defense 
committees, the Committee on International 
Relations of the House of Representatives, 
and the Committee on Foreign Relations of 
the Senate a classified report on progress 
made by the operations in the global war on 
terrorism for which funding is provided in 
this Act, including an assessment of the like-
ly current location of terrorist leaders, in-
cluding Osama bin Laden and other key lead-
ers of al Qaeda, a description of ongoing ef-
forts to bring to justice such terrorists, a de-
scription of the cooperation provided by the 
governments of any countries assessed as 
likely locations of top leaders of al Qaeda 
and by other relevant countries, a descrip-
tion of diplomatic efforts currently being 
made to improve the cooperation of any such 
governments, and a description of the status 
of, and strategy for bringing to justice, per-
petrators of terrorism including the top lead-
ership of al Qaeda: Provided further, That the 
Secretary of Defense shall prepare such re-
ports in consultation with other appropriate 
officials with regard to funds appropriated 
under this chapter: Provided further, That the 
amount provided under this heading is des-
ignated as making appropriations for contin-
gency operations directly related to the 
global war on terrorism, and other unantici-
pated defense-related operations, pursuant to 
section 402 of H. Con. Res. 376 (109th Con-
gress), as made applicable to the House of 
Representatives by H. Res. 818 (109th Con-
gress) and is designated as an emergency re-
quirement pursuant to section 402 of S. Con. 
Res. 83 (109th Congress), the concurrent reso-
lution on the budget for fiscal year 2007, as 
made applicable in the Senate by section 7035 
of Public Law 109–234.’’ 

SA 4908. Mr. SCHUMER (for himself 
and Mrs. CLINTON) submitted an 
amendment intended to be proposed by 

him to the bill H.R. 5631, making ap-
propriations for the Department of De-
fense for the fiscal year ending Sep-
tember 30, 2007, and for other purposes; 
which was ordered to lie on the table; 
as follows: 

At the end of title VIII, add the following: 
SEC. 8109. Of the amount appropriated or 

otherwise made available by title IV under 
the heading ‘‘Research, Development, Test 
and Evaluation, Air Force’’, up to $1,000,000 
may be available for the Environment Sys-
tems, Management, Analysis, and Reporting 
Network (E–SMART) threat analysis pro-
gram. 

SA 4909. Mr. MENENDEZ proposed 
an amendment to the bill H.R. 5631, 
making appropriations for the Depart-
ment of Defense for the fiscal year end-
ing September 30, 2007, and for other 
purposes; as follows: 

At the end of title VIII, add the fol-
lowing: 

SEC. 8019. (a) PROHIBITION ON USE OF 
FUNDS FOR CERTAIN PUBLIC RELATIONS AC-
TIVITIES.—None of the amounts appropriated 
or otherwise made available by this Act may 
be obligated or expended for a public rela-
tions program designed to monitor news 
media in the United States and the Middle 
East and create a database of news stories to 
promote positive coverage of the war in Iraq. 

(b) SCOPE.—The prohibition in subsection 
(a) shall not apply to programs and activities 
of the Department of Defense directed at col-
lecting or analyzing information in the news 
media. 

SA 4910. Mr. REID (for himself and 
Mr. OBAMA) submitted an amendment 
intended to be proposed by him to the 
bill H.R. 5631, making appropriations 
for the Department of Defense for the 
fiscal year ending September 30, 2007, 
and for other purposes; which was or-
dered to lie on the table; as follows: 

At the end of title IX, add the following: 
SEC. 9012. (a) Congress makes the following 

findings: 
(1) Despite the signing of the Darfur Peace 

Agreement on May 5, 2006, the violence in 
Darfur, Sudan, continues to escalate and 
threatens to spread to other areas of Sudan 
and throughout the region. 

(2) The African Union Mission in Sudan 
(AMIS) currently serves as the primary secu-
rity force in Sudan, but is undermanned and 
under-equipped. 

(3) Although the United Nations has ap-
proved sending a peacekeeping force to 
Darfur, the African Union Mission in Sudan 
(AMIS) will need to expand its manpower 
and capability in order to assist or serve as 
a bridge force until the United Nations 
peacekeeping force can be deployed. 

(b) The amount appropriated or otherwise 
made available by chapter 2 of this title 
under the heading ‘‘OPERATION AND MAINTE-
NANCE, DEFENSE-WIDE’’ is hereby increased 
by $20,000,000. 

(c) Of the amount appropriated or other-
wise made available by chapter 2 of this title 
under the heading ‘‘OPERATION AND MAINTE-
NANCE, DEFENSE-WIDE’’, as increased by sub-
section (b), $20,000,000 may be available— 

(1) to assist in the training, support, and 
equipping of the African Union Mission in 
Sudan (AMIS) to bolster its efforts to pro-
tect the civilian population in Darfur; 

(2) to facilitate the air-lifting of AMIS 
forces into the Darfur region as quickly as 
possible; and 

(3) to assist and expand the logistics capa-
bility of the African Union Mission in Sudan 
(AMIS). 

(d) The Secretary of Defense may transfer 
funds made available under subsection (b) to 
other appropriations to accomplish the pur-
poses of this section. This transfer authority 
is in addition to any other transfer authority 
available to the Department of Defense. The 
Secretary shall, not fewer than five days 
prior to making transfers from this appro-
priation account, notify the congressional 
defense committees in writing of the details 
of any such transfer. 

SA 4911. Mr. REED (for himself, Mr. 
BAYH, and Mr. DORGAN) proposed an 
amendment to the bill H.R. 5631, mak-
ing appropriations for the Department 
of Defense for the fiscal year ending 
September 30, 2007, and for other pur-
poses; as follows: 

At the end of title IX, add the following: 
SEC. 9012. (a) ADDITIONAL AMOUNT FOR AIR-

CRAFT PROCUREMENT, AIR FORCE.—The 
amount appropriated by chapter 3 of this 
title under the heading ‘‘Aircraft Procure-
ment, Air Force’’ is hereby increased by 
$65,400,000, with the amount of the increase 
designated as appropriations for contingency 
operations directly related to the Global War 
on Terrorism, and other unanticipated de-
fense-related operations, pursuant to section 
402 of H. Con. Res. 376 (109th Congress), as 
made applicable to the House of Representa-
tives by H. Con. Res. 818 (109th Congress) and 
designated as an emergency requirement 
pursuant to section 402 of S. Con. Res. 83 
(109th Congress), the concurrent resolution 
on the budget for fiscal year 2007, as made 
applicable in the Senate by Section 7035 of 
Public Law 109–234. 

(b) AVAILABILITY FOR PROCUREMENT OF 
PREDATORS.—Of the amount appropriated by 
chapter 3 of this title under the heading 
‘‘Aircraft Procurement, Air Force’’ as in-
creased by subsection (a), up to $65,400,000 
may be available for procurement of Preda-
tors for Special Operations forces. 

(c) SUPPLEMENT NOT SUPPLANT.—The 
amount available under subsection (b) for 
the purpose specified in that subsection is in 
addition to any other amounts available in 
this Act for that purpose. 

SA 4912. Mr. REID (for himself, Mr. 
OBAMA, Mrs. CLINTON, and Mr. DURBIN) 
submitted an amendment intended to 
be proposed by him to the bill H.R. 
5631, making appropriations for the De-
partment of Defense for the fiscal year 
ending September 30, 2007, and for 
other purposes; as follows: 

At the end of title IX, add the following: 
SEC. 9012. (a) Congress makes the following 

findings: 
(1) Despite the signing of the Darfur Peace 

Agreement on May 5, 2006, the violence in 
Darfur, Sudan, continues to escalate and 
threatens to spread to other areas of Sudan 
and throughout the region. 

SA 4913. Mrs. BOXER submitted an 
amendment intended to be proposed by 
her to the bill H.R. 5631, making appro-
priations for the Department of De-
fense for the fiscal year ending Sep-
tember 30, 2007, and for other purposes; 
as follows: 

At the end of title IX, add the following: 
SEC. 9012. (a) REPORT ON CONTINGENCY 

PLANNING IN THE EVENT OF CIVIL WAR IN 
IRAQ.—Not later than 30 days after the date 
of the enactment of this Act, the Secretary 
of Defense shall submit to the appropriate 
committees of Congress a report setting 
forth the contingency plans of the Depart-
ment of Defense to protect United States 
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military and civilian personnel in the event 
of a civil war in Iraq. 

(b) FORM.—The report required by sub-
section (a) may be submitted in classified 
form. 

(c) APPROPRIATE COMMITTEES OF CONGRESS 
DEFINED.—IN THIS SECTION, THE TERM ‘‘AP-
PROPRIATE COMMITTEES OF CONGRESS’’ 
MEANS— 

(1) the Committee on Armed Services, the 
Committee on Foreign Relations, the Select 
Committee on Intelligence, and the Com-
mittee on Appropriations of the Senate; and 

(2) the Committee on Armed Services, the 
Committee on International Relations, the 
Permanent Select Committee on Intel-
ligence, and the Committee on Appropria-
tions of the House of Representatives. 

SA 4914. Mr. BINGAMAN (for him-
self, Mr. DOMENICI, Mr. BURNS, Mr. 
DORGAN, and Mr. WYDEN) submitted an 
amendment intended to be proposed by 
him to the bill H.R. 5631, making ap-
propriations for the Department of De-
fense for the fiscal year ending Sep-
tember 30, 2007, and for other purposes; 
which was ordered to lie on the table; 
as follows: 

On page 230, between lines 16 and 17, insert 
the following: 

DEPARTMENT OF THE INTERIOR 
For an additional amount for ‘‘WILDLAND 

FIRE MANAGEMENT’’ under the heading ‘‘DE-
PARTMENT OF THE INTERIOR’’ of title I 
of the Department of the Interior, Environ-
ment, and Related Agencies Appropriations 
Act, 2006 (Public Law 109–54), $100,000,000 for 
the conduct of emergency wildfire suppres-
sion activities of the Secretary of the Inte-
rior, to be made available beginning on the 
date of enactment of this Act and to remain 
available until expended: Provided, That the 
amount provided under this heading is des-
ignated as an emergency requirement pursu-
ant to section 402 of S. Con. Res. 83 (109th 
Congress), the concurrent resolution on the 
budget for fiscal year 2007, as made applica-
ble in the Senate by section 7035 of Public 
Law 109–234. 

DEPARTMENT OF AGRICULTURE 
For an additional amount for ‘‘WILDLAND 

FIRE MANAGEMENT’’ under the heading ‘‘DE-
PARTMENT OF AGRICULTURE’’ of title III 
of the Department of the Interior, Environ-
ment, and Related Agencies Appropriations 
Act, 2006 (Public Law 109–54), $175,000,000 for 
the conduct of emergency wildfire suppres-
sion activities of the Secretary of Agri-
culture, acting through the Chief of the For-
est Service, to be made available beginning 
on the date of enactment of this Act and to 
remain available until expended: Provided, 
That the amount provided under this head-
ing is designated as an emergency require-
ment pursuant to section 402 of S. Con. Res. 
83 (109th Congress), the concurrent resolu-
tion on the budget for fiscal year 2007, as 
made applicable in the Senate by section 7035 
of Public Law 109–234. 

SA 4915. Mr. BINGAMAN (for him-
self, Mr. DOMENICI, Mr. BURNS, Mr. 
DORGAN, Ms. CANTWELL, Mr. REID, and 
Mr. SALAZAR) proposed an amendment 
to the bill H.R. 5631, making appropria-
tions for the Department of Defense for 
the fiscal year ending September 30, 
2007, and for other purposes; as follows: 

On page 230, between lines 16 and 17, insert 
the following: 

DEPARTMENT OF THE INTERIOR 
For an additional amount for ‘‘WILDLAND 

FIRE MANAGEMENT’’ under the heading ‘‘DE-

PARTMENT OF THE INTERIOR’’ of title I 
of the Department of the Interior, Environ-
ment, and Related Agencies Appropriations 
Act, 2006 (Public Law 109–54), $100,000,000 for 
the conduct of emergency wildfire suppres-
sion activities of the Secretary of the Inte-
rior. Provided, That the amount provided 
under this heading is designated as an emer-
gency requirement pursuant to section 402 of 
S. Con. Res. 83 (109th Congress), the concur-
rent resolution on the budget for fiscal year 
2007, as made applicable in the Senate by sec-
tion 7035 of Public Law 109–234. 

DEPARTMENT OF AGRICULTURE 
For an additional amount for ‘‘WILDLAND 

FIRE MANAGEMENT’’ under the heading ‘‘DE-
PARTMENT OF AGRICULTURE’’ of title III 
of the Department of the Interior, Environ-
ment, and Related Agencies Appropriations 
Act, 2006 (Public Law 109–54), $175,000,000 for 
the conduct of emergency wildfire suppres-
sion activities of the Secretary of Agri-
culture, acting through the Chief of the For-
est Service: Provided, That the amount pro-
vided under this heading is designated as an 
emergency requirement pursuant to section 
402 of S. Con. Res. 83 (109th Congress), the 
concurrent resolution on the budget for fis-
cal year 2007, as made applicable in the Sen-
ate by section 7035 of Public Law 109–234. 

SA 4916. Mr. STEVENS (for Mr. 
COCHRAN) proposed an amendment to 
the bill H.R. 5631, making appropria-
tions for the Department of Defense for 
the fiscal year ending September 30, 
2007, and for other purposes; as follows: 

At the end of title VIII, add the following: 
SEC. 8109. Of the amount appropriated or 

otherwise made available by title IV under 
the heading ‘‘RESEARCH, DEVELOPMENT, TEST 
AND EVALUATION, NAVY’’, up to $300,000 may 
be available for independent testing of the 
Joint Improvised Explosive Device Neutral-
izer III, with such test to be designed and 
conducted by the Marine Corps Warfighting 
Laboratory. 

(2) The African Union Mission in Sudan 
(AMIS) currently serves as the primary secu-
rity force in Sudan, but is undermanned and 
underequipped. 

(3) Although the United Nations has ap-
proved sending a peacekeeping force to 
Darfur, the African Union Mission in Sudan 
(AMIS) will need to expand its manpower 
and capability in order to assist or serve as 
a bridge force until the United Nations 
peacekeeping force can be deployed. 

(b) The amount appropriated or otherwise 
made available by chapter 2 of this title 
under the heading ‘‘OPERATION AND MAINTE-
NANCE, DEFENSE-WIDE’’ is hereby increased 
by $20,000,000. 

(c) Of the amount appropriated or other-
wise made available by chapter 2 of this title 
under the heading ‘‘OPERATION AND MAINTE-
NANCE, DEFENSE-WIDE’’, AS INCREASED BY 
SUBSECTION (B), $20,000,000 MAY BE AVAILABLE— 

(1) to assist in the training, support, and 
equipping of the African Union Mission in 
Sudan (AMIS) to bolster its efforts to pro-
tect the civilian population in Darfur; 

(2) to facilitate the air-lifting of AMIS 
forces into the Darfur region as quickly as 
possible; and 

(3) to assist and expand the logistics capa-
bility of the African Union Mission in Sudan 
(AMIS). 

(d) The amount made available by sub-
section (b) is designated as appropriations 
for contingency operations directly related 
to the global war on terrorism, and other un-
anticipated defense-related operations, pur-
suant to section 402 of H. Con. Res. 376 (109th 
Congress), as made applicable to the House 
of Representatives by H. Res. 818 (109th Con-

gress) and is designated as an emergency re-
quirement pursuant to section 402 of S. Con. 
Res. 83 (109th Congress), the concurrent reso-
lution on the budget for fiscal year 2007, as 
made applicable in the Senate by section 7035 
of Public Law 109–234. 

(e) The Secretary of Defense may transfer 
funds made available by subsection (b) to 
other appropriations to accomplish the pur-
poses of this section. This transfer authority 
is in addition to any other transfer authority 
available to the Department of Defense. The 
Secretary shall, not fewer than five days 
prior to making transfers from this appro-
priation account, notify the congressional 
defense committees in writing of the details 
of any such transfer. 

SA 4917. Mr. STEVENS proposed an 
amendment to the bill H.R. 5631, mak-
ing appropriations for the Department 
of Defense for the fiscal year ending 
September 30, 2007, and for other pur-
poses; as follows: 

At the end of title VIII, add the following: 
SEC. 8109. Notwithstanding any other pro-

vision of law, the Secretary of the Army may 
reimburse a member for expenses incurred by 
the member or family member when such ex-
penses are otherwise not reimbursable under 
law: 

Provided, That such expenses must have 
been incurred in good faith as a direct con-
sequence of reasonable preparation for, or 
execution of, military orders: 

Provided further, That reimbursement 
under this section shall be allowed only in 
situations wherein other authorities are in-
sufficient to remedy a hardship determined 
by the Secretary, and only when the Sec-
retary determines that reimbursement of the 
expense is in the best interest of the member 
and the United States: 

Provided further, That this provision shall 
only apply to soldiers assigned to the 172nd 
Stryker Brigade Combat Team. 

SA 4918. Mr. STEVENS proposed an 
amendment to the bill H.R. 5631, mak-
ing appropriations for the Department 
of Defense for the fiscal year ending 
September 30, 2007, and for other pur-
poses; as follows: 

At the end of title VIII, add the following: 
SEC. 8109. Of the amount appropriated or 

otherwise made available by title IV under 
the heading ‘‘RESEARCH, DEVELOPMENT, TEST 
AND EVALUATION, DEFENSE-WIDE’’ for DARPA 
Management Headquarters, up to $1,000,000 
may be available for the Heavy Fuel Diesel 
Engine (PE #0603286E). 

SA 4919. Mr. FRIST (for himself, Mr. 
REID, Ms. COLLINS, Mr. STEVENS, Mr. 
GRASSLEY, Mrs. MURRAY, Mr. INOUYE, 
Mr. BAUCUS, Mr. LIEBERMAN, Mr. COLE-
MAN, and Mr. ALLEN) proposed an 
amendment to the bill H.R. 4954, to im-
prove maritime and cargo security 
through enhanced layered defenses, and 
for other purposes; as follows: 

Strike all after the enacting clause and in-
sert the following: 

SECTION 1. SHORT TITLE; TABLE OF CONTENTS. 

(a) SHORT TITLE.—This Act may be cited as 
the ‘‘Port Security Improvement Act of 
2006’’. 

(b) TABLE OF CONTENTS.—The table of con-
tents for this Act is as follows: 

Sec. 1. Short title; table of contents. 
Sec. 2. Definitions. 
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TITLE I—SECURITY OF UNITED STATES 

SEAPORTS 
Subtitle A—General Provisions 

Sec. 101. Area Maritime Transportation Se-
curity Plan to include salvage 
response plan. 

Sec. 102. Requirements relating to maritime 
facility security plans. 

Sec. 103. Unannounced inspections of mari-
time facilities. 

Sec. 104. Transportation security card. 
Sec. 105. Long-range vessel tracking. 
Sec. 106. Establishment of interagency oper-

ational centers for port secu-
rity. 

Subtitle B—Port Security Grants; Training 
and Exercise Programs 

Sec. 111. Port security grants. 
Sec. 112. Port Security Training Program. 
Sec. 113. Port Security Exercise Program. 

Subtitle C—Port Operations 
Sec. 121. Domestic radiation detection and 

imaging. 
Sec. 122. Port security user fee study. 
Sec. 123. Inspection of car ferries entering 

from Canada. 
Sec. 124. Random searches of containers. 
Sec. 125. Work stoppages and employee-em-

ployer disputes. 
TITLE II—SECURITY OF THE 

INTERNATIONAL SUPPLY CHAIN 
Subtitle A—General Provisions 

Sec. 201. Strategic plan to enhance the secu-
rity of the international supply 
chain. 

Sec. 202. Post incident resumption of trade. 
Sec. 203. Automated Targeting System. 
Sec. 204. Container security standards and 

procedures. 
Sec. 205. Container Security Initiative. 

Subtitle B—Customs-Trade Partnership 
Against Terrorism 

Sec. 211. Establishment. 
Sec. 212. Eligible entities. 
Sec. 213. Minimum requirements. 
Sec. 214. Tier 1 participants in C–TPAT. 
Sec. 215. Tier 2 participants in C–TPAT. 
Sec. 216. Tier 3 participants in C–TPAT. 
Sec. 217. Consequences for lack of compli-

ance. 
Sec. 218. Revalidation. 
Sec. 219. Noncontainerized cargo. 
Sec. 220. C–TPAT Program management. 
Sec. 221. Resource management staffing 

plan. 
Sec. 222. Additional personnel. 
Sec. 223. Authorization of appropriations. 
Sec. 224. Report to Congress. 

Subtitle C—Miscellaneous Provisions 

Sec. 231. Pilot integrated scanning system. 
Sec. 232. International cooperation and co-

ordination. 

TITLE III—ADMINISTRATION 

Sec. 301. Office of Cargo Security Policy. 
Sec. 302. Reauthorization of Homeland Secu-

rity Science and Technology 
Advisory Committee. 

Sec. 303. Research, development, test, and 
evaluation efforts in further-
ance of maritime and cargo se-
curity. 

TITLE IV—AGENCY RESOURCES AND 
OVERSIGHT 

Sec. 401. Office of International Trade. 
Sec. 402. Resources. 
Sec. 403. Negotiations. 
Sec. 404. International Trade Data System. 
Sec. 405. In-bond cargo. 
Sec. 406. Sense of the Senate. 
SEC. 2. DEFINITIONS. 

In this Act: 
(1) APPROPRIATE CONGRESSIONAL COMMIT-

TEES.—Except as otherwise defined, the term 

‘‘appropriate congressional committees’’ 
means— 

(A) the Committee on Appropriations of 
the Senate; 

(B) the Committee on Commerce, Science, 
and Transportation of the Senate; 

(C) the Committee on Finance of the Sen-
ate; 

(D) the Committee on Homeland Security 
and Governmental Affairs of the Senate; 

(E) the Committee on Appropriations of 
the House of Representatives; 

(F) the Committee on Homeland Security 
of the House of Representatives; 

(G) the Committee on Transportation and 
Infrastructure of the House of Representa-
tives; and 

(H) the Committee on Ways and Means of 
the House of Representatives. 

(2) COMMERCIAL SEAPORT PERSONNEL.—The 
term ‘‘commercial seaport personnel’’ means 
any person engaged in an activity relating to 
the loading or unloading of cargo, the move-
ment or tracking of cargo, the maintenance 
and repair of intermodal equipment, the op-
eration of cargo-related equipment (whether 
or not integral to the vessel), and the han-
dling of mooring lines on the dock when a 
vessel is made fast or let go, in the United 
States or the coastal waters of the United 
States. 

(3) COMMISSIONER.—The term ‘‘Commis-
sioner’’ means the Commissioner responsible 
for the United States Customs and Border 
Protection in the Department of Homeland 
Security. 

(4) CONTAINER.—The term ‘‘container’’ has 
the meaning given the term in the Inter-
national Convention for Safe Containers, 
with annexes, done at Geneva, December 2, 
1972 (29 UST 3707). 

(5) CONTAINER SECURITY DEVICE.—The term 
‘‘container security device’’ means a device 
or system designed, at a minimum, to detect 
the unauthorized intrusion of a container 
and secure containers against tampering or 
compromise throughout the international 
supply chain. 

(6) DEPARTMENT.—The term ‘‘Department’’ 
means the Department of Homeland Secu-
rity. 

(7) EXAMINATION.—The term ‘‘examina-
tion’’ means an inspection of cargo to detect 
the presence of misdeclared, restricted, or 
prohibited items that utilizes nonintrusive 
imaging and detection technology. 

(8) INSPECTION.—The term ‘‘inspection’’ 
means the comprehensive process used by 
the United States Customs and Border Pro-
tection to assess goods entering the United 
States to appraise them for duty purposes, to 
detect the presence of restricted or prohib-
ited items, and to ensure compliance with all 
applicable laws. The process may include 
screening, conducting an examination, or 
conducting a search. 

(9) INTERNATIONAL SUPPLY CHAIN.—The 
term ‘‘international supply chain’’ means 
the end-to-end process for shipping goods to 
or from the United States from a point of or-
igin (including manufacturer, supplier, or 
vendor) through a point of distribution. 

(10) RADIATION DETECTION EQUIPMENT.—The 
term ‘‘radiation detection equipment’’ 
means any technology that is capable of de-
tecting or identifying nuclear and radio-
logical material or nuclear and radiological 
explosive devices. 

(11) SCAN.—The term ‘‘scan’’ means uti-
lizing nonintrusive imaging equipment, radi-
ation detection equipment, or both, to cap-
ture data, including images of a container. 

(12) SCREENING.—The term ‘‘screening’’ 
means a visual or automated review of infor-
mation about goods, including manifest or 
entry documentation accompanying a ship-
ment being imported into the United States, 
to determine the presence of misdeclared, re-

stricted, or prohibited items and assess the 
level of threat posed by such cargo. 

(13) SEARCH.—The term ‘‘search’’ means an 
intrusive examination in which a container 
is opened and its contents are devanned and 
visually inspected for the presence of 
misdeclared, restricted, or prohibited items. 

(14) SECRETARY.—The term ‘‘Secretary’’ 
means the Secretary of Homeland Security. 

(15) TRANSPORTATION DISRUPTION.—The 
term ‘‘transportation disruption’’ means any 
significant delay, interruption, or stoppage 
in the flow of trade caused by a natural dis-
aster, labor dispute, heightened threat level, 
an act of terrorism, or any transportation 
security incident defined in section 70101(6) 
of title 46, United States Code. 

(16) TRANSPORTATION SECURITY INCIDENT.— 
The term ‘‘transportation security incident’’ 
has the meaning given the term in section 
70101(6) of title 46, United States Code. 

TITLE I—SECURITY OF UNITED STATES 
SEAPORTS 

Subtitle A—General Provisions 
SEC. 101. AREA MARITIME TRANSPORTATION SE-

CURITY PLAN TO INCLUDE SALVAGE 
RESPONSE PLAN. 

Section 70103(b)(2) of title 46, United States 
Code, is amended— 

(1) in subparagraph (E), by striking ‘‘and’’ 
after the semicolon; 

(2) by redesignating subparagraph (F) as 
subparagraph (G); and 

(3) by inserting after subparagraph (E) the 
following: 

‘‘(F) include a salvage response plan— 
‘‘(i) to identify salvage equipment capable 

of restoring operational trade capacity; and 
‘‘(ii) to ensure that the waterways are 

cleared and the flow of commerce through 
United States ports is reestablished as effi-
ciently and quickly as possible after a mari-
time transportation security incident.’’. 
SEC. 102. REQUIREMENTS RELATING TO MARI-

TIME FACILITY SECURITY PLANS. 
Section 70103(c) of title 46, United States 

Code, is amended— 
(1) in paragraph (3)— 
(A) in subparagraph (C)(ii), by striking ‘‘fa-

cility’’ and inserting ‘‘facility, including ac-
cess by individuals engaged in the surface 
transportation of intermodal containers in 
or out of a port facility’’; 

(B) in subparagraph (F), by striking ‘‘and’’ 
at the end; 

(C) in subparagraph (G), by striking the pe-
riod at the end and inserting ‘‘; and’’; and 

(D) by adding at the end the following: 
‘‘(H) in the case of a security plan for a fa-

cility, be resubmitted for approval of each 
change in the ownership or operator of the 
facility that may substantially affect the se-
curity of the facility.’’; and 

(2) by adding at the end the following: 
‘‘(8)(A) The Secretary shall require that 

the qualified individual having full authority 
to implement security actions for a facility 
described in paragraph (2) shall be a citizen 
of the United States. 

‘‘(B) The Secretary may waive the require-
ment of subparagraph (A) with respect to an 
individual if the Secretary determines that 
it is appropriate to do so based on a complete 
background check of the individual and a re-
view of all terrorist watch lists to ensure 
that the individual is not identified on any 
such terrorist watch list.’’. 
SEC. 103. UNANNOUNCED INSPECTIONS OF MARI-

TIME FACILITIES. 
Section 70103(c)(4)(D) of title 46, United 

States Code, is amended to read as follows: 
‘‘(D) subject to the availability of appro-

priations, verify the effectiveness of each 
such facility security plan periodically, but 
not less than twice annually, at least 1 of 
which shall be an inspection of the facility 
that is conducted without notice to the facil-
ity.’’. 
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SEC. 104. TRANSPORTATION SECURITY CARD. 

(a) IN GENERAL.—Section 70105 of title 46, 
United States, Code is amended by adding at 
the end the following: 

‘‘(g) APPLICATIONS FOR MERCHANT MARI-
NER’S DOCUMENTS.—The Assistant Secretary 
of Homeland Security for the Transportation 
Security Administration and the Com-
mandant of the Coast Guard shall concur-
rently process an application from an indi-
vidual for merchant mariner’s documents 
under chapter 73 of title 46, United States 
Code, and an application from that indi-
vidual for a transportation security card 
under this section. 

‘‘(h) FEES.—The Secretary shall ensure 
that the fees charged each individual obtain-
ing a transportation security card under this 
section who has passed a background check 
under section 5103a of title 49, United States 
Code, and who has a current and valid haz-
ardous materials endorsement in accordance 
with section 1572 of title 49, Code of Federal 
Regulations, and each individual with a cur-
rent and valid Merchant Mariner Docu-
ment— 

‘‘(1) are for costs associated with the 
issuance, production, and management of the 
transportation security card, as determined 
by the Secretary; and 

‘‘(2) do not include costs associated with 
performing a background check for that indi-
vidual, unless the scope of said background 
checks diverge. 

‘‘(i) IMPLEMENTATION SCHEDULE.—In imple-
menting the transportation security card 
program under this section, the Secretary 
shall— 

‘‘(1) conduct a strategic risk analysis and 
establish a priority for each United States 
port based on risk; and 

‘‘(2) implement the program, based upon 
risk and other factors as determined by the 
Secretary, at all facilities regulated under 
this chapter at— 

‘‘(A) the 10 United States ports that are 
deemed top priority by the Secretary not 
later than July 1, 2007; 

‘‘(B) the 40 United States ports that are 
next in order of priority to the ports de-
scribed in subparagraph (A) not later than 
January 1, 2008; and 

‘‘(C) all other United States ports not later 
than January 1, 2009. 

‘‘(j) TRANSPORTATION SECURITY CARD PROC-
ESSING DEADLINE.—Not later than January 1, 
2009, the Secretary shall process and issue or 
deny each application for a transportation 
security card under this section for individ-
uals with current and valid merchant mari-
ner’s documents on the date of enactment of 
the Port Security Improvement Act of 2006. 

‘‘(k) VESSEL AND FACILITY CARD READER 
ASSESSMENTS.— 

‘‘(1) PILOT PROGRAMS.— 
‘‘(A) VESSEL PILOT PROGRAM.—The Sec-

retary shall conduct a pilot program in 3 dis-
tinct geographic locations to assess the fea-
sibility of implementing card readers at se-
cure areas of a vessel in accordance with the 
Notice of Proposed Rulemaking released on 
May 22, 2006, (TSA–2006–24191; USCG–2006– 
24196). 

‘‘(B) FACILITIES PILOT PROGRAM.—In addi-
tion to the pilot program described in sub-
paragraph (A), the Secretary shall conduct a 
pilot program in 3 distinct geographic loca-
tions to assess the feasibility of imple-
menting card readers at secure areas of fa-
cilities in a variety of environmental set-
tings. 

‘‘(C) COORDINATION WITH TRANSPORTATION 
SECURITY CARDS.—The pilot programs de-
scribed in subparagraphs (A) and (B) shall be 
conducted concurrently with the issuance of 
the transportation security cards as de-
scribed in subsection (b), of this section to 
ensure card and card reader interoperability. 

‘‘(2) DURATION.—The pilot program de-
scribed in paragraph (1) shall commence not 
later than 180 days after the date of the en-
actment of the Port Security Improvement 
Act of 2006 and shall terminate 1 year after 
commencement. 

‘‘(3) REPORT.—Not later than 90 days after 
the termination of the pilot program de-
scribed under subparagraph (1), the Sec-
retary shall submit a comprehensive report 
to the appropriate congressional committees 
(as defined in section 2(2) of the Homeland 
Security Act of 2002 (6 U.S.C. 101(2)) that in-
cludes— 

‘‘(A) the actions that may be necessary to 
ensure that all vessels and facilities to which 
this section applies are able to comply with 
the regulations promulgated under sub-
section (a); 

‘‘(B) recommendations concerning fees and 
a statement of policy considerations for al-
ternative security plans; and 

‘‘(C) an analysis of the viability of equip-
ment under the extreme weather conditions 
of the marine environment. 

‘‘(l) PROGRESS REPORTS.—Not later than 6 
months after the date of the enactment of 
the Port Security Improvement Act 2006 and 
every 6 months thereafter until the require-
ments under this section are fully imple-
mented, the Secretary shall submit a report 
on progress being made in implementing 
such requirements to the appropriate con-
gressional committees (as defined in section 
2(2) of the Homeland Security Act of 2002 (6 
U.S.C. 101(2)).’’. 

(b) CLARIFICATION OF ELIGIBILITY FOR 
TRANSPORTATION SECURITY CARDS.—Section 
70105(b)(2) of title 46, United States Code, is 
amended— 

(1) by striking ‘‘and’’ after the semicolon 
in subparagraph (E); 

(2) by striking ‘‘Secretary.’’ in subpara-
graph (F) and inserting ‘‘Secretary; and’’; 
and 

(3) by adding at the end the following: 
‘‘(G) other individuals as determined ap-

propriate by the Secretary including individ-
uals employed at a port not otherwise cov-
ered by this subsection.’’. 

(c) DEADLINE FOR SECTION 70105 REGULA-
TIONS.—The Secretary shall promulgate final 
regulations implementing section 70105 of 
title 46, United States Code, no later than 
January 1, 2007. 
SEC. 105. LONG-RANGE VESSEL TRACKING. 

(a) REGULATIONS.—Section 70115 of title 46, 
United States Code, is amended in the first 
sentence by striking ‘‘The Secretary’’ and 
inserting ‘‘Not later than April 1, 2007, the 
Secretary’’. 

(b) VOLUNTARY PROGRAM.—The Secretary 
may issue regulations to establish a vol-
untary long-range automated vessel tracking 
system for vessels described in section 70115 
of title 46, United States Code, during the pe-
riod before regulations are issued under such 
section. 
SEC. 106. ESTABLISHMENT OF INTERAGENCY 

OPERATIONAL CENTERS FOR PORT 
SECURITY. 

(a) IN GENERAL.—Chapter 701 of title 46, 
United States Code, is amended by inserting 
after section 70107 the following: 
‘‘§ 70107A. Interagency operational centers 

for port security 
‘‘(a) IN GENERAL.—The Secretary shall es-

tablish interagency operational centers for 
port security at all high-priority ports not 
later than 3 years after the date of the enact-
ment of the Port Security Improvement Act 
of 2006. 

‘‘(b) CHARACTERISTICS.—The interagency 
operational centers established under this 
section shall— 

‘‘(1) utilize, as appropriate, the 
compositional and operational characteris-
tics of centers, including— 

‘‘(A) the pilot project interagency oper-
ational centers for port security in Miami, 
Florida; Norfolk/Hampton Roads, Virginia; 
Charleston, South Carolina; San Diego, Cali-
fornia; and 

‘‘(B) the virtual operation center of the 
Port of New York and New Jersey; 

‘‘(2) be organized to fit the security needs, 
requirements, and resources of the individual 
port area at which each is operating; 

‘‘(3) provide, as the Secretary determines 
appropriate, for participation by representa-
tives of the United States Customs and Bor-
der Protection, the Transportation Security 
Administration, the Department of Justice, 
the Department of Defense, and other Fed-
eral agencies, and State and local law en-
forcement or port security personnel, mem-
bers of the Area Maritime Security Com-
mittee, and other public and private sector 
stakeholders; and 

‘‘(4) be incorporated in the implementation 
and administration of— 

‘‘(A) maritime transportation security 
plans developed under section 70103; 

‘‘(B) maritime intelligence activities under 
section 70113 and information sharing activi-
ties consistent with section 1016 of the Na-
tional Security Intelligence Reform Act of 
2004 (6 U.S.C. 485) and the Homeland Security 
Information Sharing Act (6 U.S.C. 481 et 
seq.); 

‘‘(C) short and long range vessel tracking 
under sections 70114 and 70115; 

‘‘(D) protocols under section 201(b)(10) of 
the Port Security Improvement Act of 2006; 

‘‘(E) the transportation security incident 
response plans required by section 70104; and 

‘‘(F) other activities, as determined by the 
Secretary. 

‘‘(c) SECURITY CLEARANCES.—The Secretary 
shall sponsor and expedite individuals par-
ticipating in interagency operational centers 
in gaining or maintaining their security 
clearances. Through the Captain of the Port, 
the Secretary may identify key individuals 
who should participate. The port or other en-
tities may appeal to the Captain of the Port 
for sponsorship.’’. 

(b) 2005 ACT REPORT REQUIREMENT.—Noth-
ing in this section or the amendments made 
by this section relieves the Commandant of 
the Coast Guard from complying with the re-
quirements of section 807 of the Coast Guard 
and Maritime Transportation Act of 2004 (118 
Stat. 1082). The Commandant shall utilize 
the information developed in making the re-
port required by that section in carrying out 
the requirements of this section. 

(c) BUDGET AND COST-SHARING ANALYSIS.— 
Not later than 180 days after the date of the 
enactment of this Act, the Secretary shall 
submit to the appropriate congressional 
committees a proposed budget analysis for 
implementing section 70107A of title 46, 
United States Code, as added by subsection 
(a), including cost-sharing arrangements 
with other Federal departments and agencies 
involved in the interagency operation of the 
centers to be established under such section. 

(d) CLERICAL AMENDMENT.—The chapter 
analysis for chapter 701 of title 46, United 
States Code, is amended by inserting after 
the item relating to section 70107 the fol-
lowing: 
‘‘70107A. Interagency operational centers for 

port security.’’. 
Subtitle B—Port Security Grants; Training 

and Exercise Programs 
SEC. 111. PORT SECURITY GRANTS. 

(a) BASIS FOR GRANTS.—Section 70107(a) of 
title 46, United States Code, is amended by 
striking ‘‘for making a fair and equitable al-
location of funds’’ and inserting ‘‘for the al-
location of funds based on risk’’. 

(b) MULTIPLE-YEAR PROJECTS, ETC.—Sec-
tion 70107 of title 46, United States Code, is 
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amended by redesignating subsections (e), 
(f), (g), (h), and (i) as subsections (i), (j), (k), 
(l), and (m), respectively, and by inserting 
after subsection (d) the following: 

‘‘(e) MULTIPLE-YEAR PROJECTS.— 
‘‘(1) LETTERS OF INTENT.—The Secretary 

may execute letters of intent to commit 
funding to such authorities, operators, and 
agencies. 

‘‘(2) LIMITATION.—Not more than 20 percent 
of the grant funds awarded under this sub-
section in any fiscal year may be awarded for 
projects that span multiple years. 

‘‘(f) CONSISTENCY WITH PLANS.—The Sec-
retary shall ensure that each grant awarded 
under subsection (e)— 

‘‘(1) is used to supplement and support, in 
a consistent and coordinated manner, the ap-
plicable Area Maritime Transportation Secu-
rity Plan; and 

‘‘(2) is coordinated with any applicable 
State or Urban Area Homeland Security 
Plan. 

‘‘(g) APPLICATIONS.—Any entity subject to 
an Area Maritime Transportation Security 
Plan may submit an application for a grant 
under this subsection, at such time, in such 
form, and containing such information and 
assurances as the Secretary, working 
through the Directorate for Preparedness, 
may require.’’. 

(c) AUTHORIZATION OF APPROPRIATIONS.— 
Subsection (l) of section 70107 of title 46, 
United States Code, as redesignated by sub-
section (b) is amended to read as follows: 

‘‘(l) AUTHORIZATION OF APPROPRIATIONS.— 
There are authorized to be appropriated 
$400,000,000 for each of the fiscal years 2007 
through 2011 to carry out this section.’’. 
SEC. 112. PORT SECURITY TRAINING PROGRAM. 

(a) IN GENERAL.—The Secretary, acting 
through the Under Secretary for Prepared-
ness and in coordination with the Com-
mandant of the Coast Guard, may establish a 
Port Security Training Program (referred to 
in this section as the ‘‘Program’’) for the 
purpose of enhancing the capabilities of each 
of the Nation’s commercial seaports to pre-
vent, prepare for, respond to, mitigate 
against, and recover from threatened or ac-
tual acts of terrorism, natural disasters, and 
other emergencies. 

(b) REQUIREMENTS.—The Program shall 
provide validated training that— 

(1) reaches multiple disciplines, including 
Federal, State, and local government offi-
cials, commercial seaport personnel and 
management, and governmental and non-
governmental emergency response providers; 

(2) provides training at the awareness, per-
formance, and management and planning 
levels; 

(3) utilizes multiple training mediums and 
methods; 

(4) addresses port security topics, includ-
ing— 

(A) seaport security plans and procedures, 
including how security plans and procedures 
are adjusted when threat levels increase; 

(B) seaport security force operations and 
management; 

(C) physical security and access control at 
seaports; 

(D) methods of security for preventing and 
countering cargo theft; 

(E) container security; 
(F) recognition and detection of weapons, 

dangerous substances, and devices; 
(G) operation and maintenance of security 

equipment and systems; 
(H) security threats and patterns; 
(I) security incident procedures, including 

procedures for communicating with govern-
mental and nongovernmental emergency re-
sponse providers; and 

(J) evacuation procedures; 
(5) is consistent with, and supports imple-

mentation of, the National Incident Manage-

ment System, the National Response Plan, 
the National Infrastructure Protection Plan, 
the National Preparedness Guidance, the Na-
tional Preparedness Goal, the National Mari-
time Transportation Security Plan, and 
other such national initiatives; 

(6) is evaluated against clear and con-
sistent performance measures; 

(7) addresses security requirements under 
facility security plans; and 

(8) educates, trains, and involves popu-
lations of at-risk neighborhoods around 
ports, including training on an annual basis 
for neighborhoods to learn what to be watch-
ful for in order to be a ‘‘citizen corps’’, if 
necessary. 

SEC. 113. PORT SECURITY EXERCISE PROGRAM. 

(a) IN GENERAL.—The Secretary, acting 
through the Under Secretary for Prepared-
ness and in coordination with the Com-
mandant of the Coast Guard, may establish a 
Port Security Exercise Program (referred to 
in this section as the ‘‘Program’’) for the 
purpose of testing and evaluating the capa-
bilities of Federal, State, local, and foreign 
governments, commercial seaport personnel 
and management, governmental and non-
governmental emergency response providers, 
the private sector, or any other organization 
or entity, as the Secretary determines to be 
appropriate, to prevent, prepare for, mitigate 
against, respond to, and recover from acts of 
terrorism, natural disasters, and other emer-
gencies at commercial seaports. 

(b) REQUIREMENTS.—The Secretary shall 
ensure that the Program— 

(1) conducts, on a periodic basis, port secu-
rity exercises at commercial seaports that 
are— 

(A) scaled and tailored to the needs of each 
port; 

(B) live, in the case of the most at-risk 
ports; 

(C) as realistic as practicable and based on 
current risk assessments, including credible 
threats, vulnerabilities, and consequences; 

(D) consistent with the National Incident 
Management System, the National Response 
Plan, the National Infrastructure Protection 
Plan, the National Preparedness Guidance, 
the National Preparedness Goal, the Na-
tional Maritime Transportation Security 
Plan, and other such national initiatives; 

(E) evaluated against clear and consistent 
performance measures; 

(F) assessed to learn best practices, which 
shall be shared with appropriate Federal, 
State, and local officials, seaport personnel 
and management; governmental and non-
governmental emergency response providers, 
and the private sector; and 

(G) followed by remedial action in response 
to lessons learned; and 

(2) assists State and local governments and 
commercial seaports in designing, imple-
menting, and evaluating exercises that— 

(A) conform to the requirements of para-
graph (2); and 

(B) are consistent with any applicable Area 
Maritime Transportation Security Plan and 
State or Urban Area Homeland Security 
Plan. 

(c) IMPROVEMENT PLAN.—The Secretary 
shall establish a port security improvement 
plan process to— 

(1) identify and analyze each port security 
exercise for lessons learned and best prac-
tices; 

(2) disseminate lessons learned and best 
practices to participants in the Program; 

(3) monitor the implementation of lessons 
learned and best practices by participants in 
the Program; and 

(4) conduct remedial action tracking and 
long-term trend analysis. 

Subtitle C—Port Operations 
SEC. 121. DOMESTIC RADIATION DETECTION AND 

IMAGING. 
(a) EXAMINING CONTAINERS.—Not later than 

December 31, 2007, all containers entering 
the United States through the busiest 22 sea-
ports of entry shall be examined for radi-
ation. 

(b) STRATEGY.—The Secretary shall de-
velop a strategy for the deployment of radi-
ation detection capabilities that includes— 

(1) a risk-based prioritization of ports of 
entry at which radiation detection equip-
ment will be deployed; 

(2) a proposed timeline of when radiation 
detection equipment will be deployed at each 
port of entry identified under paragraph (1); 

(3) the type of equipment to be used at 
each port of entry identified under paragraph 
(1), including the joint deployment and utili-
zation of radiation detection equipment and 
nonintrusive imaging equipment; 

(4) standard operating procedures for ex-
amining containers with such equipment, in-
cluding sensor alarming, networking, and 
communications and response protocols; 

(5) operator training plans; 
(6) an evaluation of the environmental 

health and safety impacts of nonintrusive 
imaging technology; 

(7) the policy of the Department for using 
nonintrusive imagining equipment in tan-
dem with radiation detection equipment; and 

(8) a classified annex that— 
(A) details plans for covert testing; and 
(B) outlines the risk-based prioritization of 

ports of entry identified under paragraph (1). 
(c) REPORT.—Not later than 90 days after 

the date of the enactment of this Act, the 
Secretary shall submit the strategy devel-
oped under subsection (b) to the appropriate 
congressional committees. 

(d) UPDATE.—Not later than 180 days after 
the date of the enactment of this Act, the 
Secretary may update the strategy sub-
mitted under subsection (c) to provide a 
more complete evaluation under subsection 
(b)(6). 

(e) OTHER WEAPONS OF MASS DESTRUCTION 
THREATS.—Not later than 180 days after the 
date of the enactment of this Act, the Sec-
retary shall submit a strategy for the devel-
opment of equipment to detect chemical, bi-
ological, and other weapons of mass destruc-
tion at all ports of entry into the United 
States to the appropriate congressional com-
mittees. 

(f) STANDARDS.—The Secretary, in conjunc-
tion with the National Institute of Stand-
ards and Technology, shall publish technical 
capability standards and recommended 
standard operating procedures for the use of 
nonintrusive imaging and radiation detec-
tion equipment in the United States. Such 
standards and procedures— 

(1) should take into account relevant 
standards and procedures utilized by other 
Federal departments or agencies as well as 
those developed by international bodies; and 

(2) shall not be designed so as to endorse 
specific companies or create sovereignty 
conflicts with participating countries. 

(g) IMPLEMENTATION.—Not later than 3 
years after the date of the enactment of this 
Act, the Secretary shall fully implement the 
strategy developed under subsection (b). 
SEC. 122. PORT SECURITY USER FEE STUDY. 

The Secretary shall conduct a study of the 
need for, and feasibility of, establishing a 
system of ocean-borne and port-related 
transportation user fees that may be im-
posed and collected as a dedicated revenue 
source, on a temporary or continuing basis, 
to provide necessary funding for legitimate 
improvements to, and maintenance of, port 
security. Not later than 1 year after the date 
of the enactment of this Act, the Secretary 
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shall submit a report to the appropriate con-
gressional committees that contains— 

(1) the results of the study; 
(2) an assessment of the annual amount of 

customs fees and duties collected through 
ocean-borne and port-related transportation 
and the amount and percentage of such fees 
and duties that are dedicated to improve and 
maintain security; 

(3)(A) an assessment of the fees, charges, 
and standards imposed on United States 
ports, port terminal operators, shippers, and 
persons who use United States ports, com-
pared with the fees and charges imposed on 
ports and port terminal operators in Canada 
and Mexico and persons who use those for-
eign ports; and 

(B) an assessment of the impact on the 
competitiveness of United States ports, port 
terminal operators, and shippers; and 

(4) the Secretary’s recommendations based 
upon the study, and an assessment of the 
consistency of such recommendations with 
the international obligations and commit-
ments of the United States. 
SEC. 123. INSPECTION OF CAR FERRIES ENTER-

ING FROM ABROAD. 
Not later than 120 days after the date of 

the enactment of this Act, the Secretary, 
acting through the Commissioner, and in co-
ordination with the Secretary of State, and 
in cooperation with appropriate foreign gov-
ernment officials, shall seek to develop a 
plan for the inspection of passengers and ve-
hicles before such passengers board, or such 
vehicles are loaded onto, a ferry bound for a 
United States seaport. 
SEC. 124. RANDOM SEARCHES OF CONTAINERS. 

Not later than 1 year after the date of the 
enactment of this Act, the Secretary, acting 
through the Commissioner, shall develop and 
implement a plan, utilizing best practices for 
empirical scientific research design and ran-
dom sampling, to conduct random searches 
of containers in addition to any targeted or 
preshipment inspection of such containers 
required by law or regulation or conducted 
under any other program conducted by the 
Secretary. Nothing in this section shall be 
construed to mean that implementation of 
the random sampling plan precludes addi-
tional searches of containers not inspected 
pursuant to the plan. 
SEC. 125. WORK STOPPAGES AND EMPLOYEE-EM-

PLOYER DISPUTES. 
Section 70101(6) of title 46, United States 

Code, is amended by adding at the end the 
following: ‘‘In this paragraph, the term ‘eco-
nomic disruption’ does not include a work 
stoppage or other nonviolent employee-re-
lated action not related to terrorism and re-
sulting from an employee-employer dis-
pute.’’. 

TITLE II—SECURITY OF THE 
INTERNATIONAL SUPPLY CHAIN 

Subtitle A—General Provisions 
SEC. 201. STRATEGIC PLAN TO ENHANCE THE SE-

CURITY OF THE INTERNATIONAL 
SUPPLY CHAIN. 

(a) STRATEGIC PLAN.—The Secretary, in 
consultation with appropriate Federal, 
State, local, and tribal government agencies 
and private-sector stakeholders responsible 
for security matters that affect or relate to 
the movement of containers through the 
international supply chain, shall develop, 
implement, and update, as appropriate, a 
strategic plan to enhance the security of the 
international supply chain. 

(b) REQUIREMENTS.—The strategic plan re-
quired under subsection (a) shall— 

(1) describe the roles, responsibilities, and 
authorities of Federal, State, local, and trib-
al government agencies and private-sector 
stakeholders that relate to the security of 
the movement of containers through the 
international supply chain; 

(2) identify and address gaps and unneces-
sary overlaps in the roles, responsibilities, or 
authorities described in paragraph (1); 

(3) identify and make recommendations re-
garding legislative, regulatory, and organi-
zational changes necessary to improve co-
ordination among the entities or to enhance 
the security of the international supply 
chain; 

(4) provide measurable goals, including ob-
jectives, mechanisms, and a schedule, for 
furthering the security of commercial oper-
ations from point of origin to point of des-
tination; 

(5) build on available resources and con-
sider costs and benefits; 

(6) provide incentives for additional vol-
untary measures to enhance cargo security, 
as determined by the Commissioner; 

(7) consider the impact of supply chain se-
curity requirements on small and medium 
size companies; 

(8) include a process for sharing intel-
ligence and information with private-sector 
stakeholders to assist in their security ef-
forts; 

(9) identify a framework for prudent and 
measured response in the event of a trans-
portation security incident involving the 
international supply chain; 

(10) provide protocols for the expeditious 
resumption of the flow of trade in accord-
ance with section 202, including— 

(A) the identification of the appropriate 
initial incident commander, if the Com-
mandant of the Coast Guard is not the appro-
priate initial incident commander, and lead 
departments, agencies, or offices to execute 
such protocols; 

(B) a plan to redeploy resources and per-
sonnel, as necessary, to reestablish the flow 
of trade in the event of a transportation dis-
ruption; and 

(C) a plan to provide training for the peri-
odic instruction of personnel of the United 
States Customs and Border Protection in 
trade resumption functions and responsibil-
ities following a transportation disruption; 

(11) consider the linkages between supply 
chain security and security programs within 
other systems of movement, including travel 
security and terrorism finance programs; 
and 

(12) expand upon and relate to existing 
strategies and plans, including the National 
Response Plan, National Maritime Transpor-
tation Security Plan, and the 8 supporting 
plans of the Strategy, as required by Home-
land Security Presidential Directive 13. 

(c) CONSULTATION.—In developing protocols 
under subsection (b)(10), the Secretary shall 
consult with Federal, State, local, and pri-
vate sector stakeholders, including the Na-
tional Maritime Security Advisory Com-
mittee and the Commercial Operations Advi-
sory Committee. 

(d) COMMUNICATION.—To the extent prac-
ticable, the strategic plan developed under 
subsection (a) shall provide for coordination 
with, and lines of communication among, ap-
propriate Federal, State, local, and private- 
sector stakeholders on law enforcement ac-
tions, intermodal rerouting plans, and other 
strategic infrastructure issues. 

(e) UTILIZATION OF ADVISORY COMMIT-
TEES.—As part of the consultations described 
in subsection (a), the Secretary shall, to the 
extent practicable, utilize the Homeland Se-
curity Advisory Committee, the National 
Maritime Security Advisory Committee, and 
the Commercial Operations Advisory Com-
mittee to review, as necessary, the draft 
strategic plan and any subsequent updates to 
the strategic plan. 

(f) INTERNATIONAL STANDARDS AND PRAC-
TICES.—In furtherance of the strategic plan 
required under subsection (a), the Secretary 
is encouraged to consider proposed or estab-

lished standards and practices of foreign gov-
ernments and international organizations, 
including the International Maritime Orga-
nization, the World Customs Organization, 
and the International Organization for 
Standardization, as appropriate, to establish 
standards and best practices for the security 
of containers moving through the inter-
national supply chain. 

(g) REPORT.— 
(1) INITIAL REPORT.—Not later than 180 

days after the date of the enactment of this 
Act, the Secretary shall submit to the appro-
priate congressional committees a report 
that contains the strategic plan required by 
subsection (a). 

(2) FINAL REPORT.—Not later than 3 years 
after the date on which the strategic plan is 
submitted under paragraph (1), the Secretary 
shall submit a report to the appropriate con-
gressional committees that contains an up-
date of the strategic plan. 
SEC. 202. POST INCIDENT RESUMPTION OF 

TRADE. 
(a) IN GENERAL.—Except as otherwise de-

termined by the Secretary, in the event of a 
maritime transportation disruption or a 
maritime transportation security incident, 
the initial incident commander and the lead 
department, agency, or office for carrying 
out the strategic plan required under section 
201 shall be determined by the protocols re-
quired under section 201(b)(10). 

(b) VESSELS.—The Commandant of the 
Coast Guard shall, to the extent practicable 
and consistent with the protocols and plans 
required under paragraphs (10) and (12) of 
section 201(b), ensure the safe and secure 
transit of vessels to ports in the United 
States after a maritime transportation secu-
rity incident, with priority given to vessels 
carrying cargo determined by the President 
to be critical for response and recovery from 
such a disruption or incident, and to vessels 
that— 

(1) have either a vessel security plan ap-
proved under section 70103(c) of title 46, 
United States Code, or a valid international 
ship security certificate, as provided under 
part 104 of title 33, Code of Federal Regula-
tions; 

(2) are manned by individuals who are de-
scribed in section 70105(b)(2)(B) of title 46, 
United States Code, and who— 

(A) have undergone a background records 
check under section 70105(d) of title 46, 
United States Code; or 

(B) hold a transportation security card 
issued under section 70105 of title 46, United 
States Code; and 

(3) are operated by validated participants 
in the Customs-Trade Partnership Against 
Terrorism program. 

(c) CARGO.—Consistent with the protocols 
and plans required under paragraphs (10) and 
(12) of section 201(b), the Commissioner shall 
give preference to cargo— 

(1) entering a port of entry directly from a 
foreign seaport designated under Container 
Security Initiative; 

(2) determined by the President to be crit-
ical for response and recovery; 

(3) that has been handled by a validated C– 
TPAT participant; or 

(4) that has undergone (A) a nuclear or ra-
diological detection scan, (B) an x-ray, den-
sity or other imaging scan, and (C) an opti-
cal recognition scan, at the last port of de-
parture prior to arrival in the United States, 
which data has been evaluated and analyzed 
by United States Customs and Border Pro-
tection personnel. 

(d) COORDINATION.—The Secretary shall en-
sure that there is appropriate coordination 
among the Commandant of the Coast Guard, 
the Commissioner, and other Federal offi-
cials following a maritime disruption or 
maritime transportation security incident in 
order to provide for the resumption of trade. 
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(e) COMMUNICATION.—Consistent with sec-

tion 201 of this Act, the Commandant of the 
Coast Guard, Commissioner, and other ap-
propriate Federal officials, shall promptly 
communicate any revised procedures or in-
structions intended for the private sector 
following a maritime disruption or maritime 
transportation security incident. 
SEC. 203. AUTOMATED TARGETING SYSTEM. 

(a) IN GENERAL.—The Secretary, acting 
through the Commissioner, shall— 

(1) identify and seek the submission of data 
related to the movement of a shipment of 
cargo through the international supply 
chain; and 

(2) analyze the data described in paragraph 
(1) to identify high-risk cargo for inspection. 

(b) CONSIDERATION.—The Secretary, acting 
through the Commissioner, shall— 

(1) consider the cost, benefit, and feasi-
bility of— 

(A) requiring additional nonmanifest docu-
mentation; 

(B) reducing the time period allowed by 
law for revisions to a container cargo mani-
fest; 

(C) reducing the time period allowed by 
law for submission of certain elements of 
entry data, for vessel or cargo; and 

(D) such other actions the Secretary con-
siders beneficial for improving the informa-
tion relied upon for the Automated Tar-
geting System and any successor targeting 
system in furthering the security and integ-
rity of the international supply chain; and 

(2) consult with stakeholders, including 
the Commercial Operations Advisory Com-
mittee, and identify to them the need for 
such information, and the appropriate tim-
ing of its submission. 

(c) DETERMINATION.—Upon the completion 
of the process under subsection (b), the Sec-
retary, acting through the Commissioner, 
may require importers to submit certain ele-
ments of non-manifest or other data about a 
shipment bound for the United States not 
later than 24 hours before loading a con-
tainer on a vessel at a foreign port bound for 
the United States. 

(d) SYSTEM IMPROVEMENTS.—The Sec-
retary, acting through the Commissioner, 
shall— 

(1) conduct, through an independent panel, 
a review of the effectiveness and capabilities 
of the Automated Targeting System; 

(2) consider future iterations of the Auto-
mated Targeting System; 

(3) ensure that the Automated Targeting 
System has the capability to electronically 
compare manifest and other available data 
for cargo entered into or bound for the 
United States to detect any significant 
anomalies between such data and facilitate 
the resolution of such anomalies; and 

(4) ensure that the Automated Targeting 
System has the capability to electronically 
identify, compile, and compare select data 
elements for cargo entered into or bound for 
the United States following a maritime 
transportation security incident, in order to 
efficiently identify cargo for increased in-
spection or expeditious release. 

(e) AUTHORIZATION OF APPROPRIATIONS.— 
(1) IN GENERAL.—There are authorized to be 

appropriated to the United States Customs 
and Border Protection in the Department of 
Homeland Security to carry out the Auto-
mated Targeting System for identifying 
high-risk ocean-borne container cargo for in-
spection— 

(A) $33,200,000 for fiscal year 2008; 
(B) $35,700,000 for fiscal year 2009; and 
(C) $37,485,000 for fiscal year 2010. 
(2) SUPPLEMENT FOR OTHER FUNDS.—The 

amounts authorized by this subsection shall 
be in addition to any other amount author-
ized to be appropriated to carry out the 
Automated Targeting System. 

SEC. 204. CONTAINER SECURITY STANDARDS AND 
PROCEDURES. 

(a) ESTABLISHMENT.— 
(1) IN GENERAL.—Not later than 60 days 

after the date of the enactment of this Act, 
the Secretary shall initiate a rulemaking 
proceeding to establish minimum standards 
and procedures for securing containers in 
transit to an importer in the United States. 

(2) INTERIM RULE.—Not later than 180 days 
after the date of the enactment of this Act, 
the Secretary shall issue an interim final 
rule pursuant to the proceeding described in 
paragraph (1). 

(3) MISSED DEADLINE.—If the Secretary is 
unable to meet the deadline established pur-
suant to paragraph (2), the Secretary shall 
transmit a letter to the appropriate congres-
sional committees explaining why the Sec-
retary is unable to meet that deadline and 
describing what must be done before such 
minimum standards and procedures can be 
established. 

(b) REVIEW AND ENHANCEMENT.—The Sec-
retary shall regularly review and enhance 
the standards and procedures established 
pursuant to subsection (a). 

(c) INTERNATIONAL CARGO SECURITY STAND-
ARDS.—The Secretary, in consultation with 
the Secretary of State, the Secretary of En-
ergy, and other government officials, as ap-
propriate, and with the Commercial Oper-
ations Advisory Committee, the Homeland 
Security Advisory Committee, and the Na-
tional Maritime Security Advisory Com-
mittee, is encouraged to promote and estab-
lish international standards for the security 
of containers moving through the inter-
national supply chain with foreign govern-
ments and international organizations, in-
cluding the International Maritime Organi-
zation and the World Customs Organization. 
SEC. 205. CONTAINER SECURITY INITIATIVE. 

(a) ESTABLISHMENT.—The Secretary, acting 
through the Commissioner, shall establish 
and implement a program (referred to in this 
section as the ‘‘Container Security Initia-
tive’’) to identify and examine or search 
maritime containers that pose a security 
risk before loading such containers in a for-
eign port for shipment to the United States, 
either directly or through a foreign port. 

(b) ASSESSMENT.—The Secretary, acting 
through the Commissioner, may designate 
foreign seaports to participate in the Con-
tainer Security Initiative after the Sec-
retary has assessed the costs, benefits, and 
other factors associated with such designa-
tion, including— 

(1) the level of risk for the potential com-
promise of containers by terrorists, or other 
threats as determined by the Secretary; 

(2) the volume and value of cargo being im-
ported to the United States directly from, or 
being transshipped through, the foreign sea-
port; 

(3) the results of the Coast Guard assess-
ments conducted pursuant to section 70108 of 
title 46, United States Code; 

(4) the commitment of the government of 
the country in which the foreign seaport is 
located to cooperate with the Department to 
carry out the Container Security Initiative; 
and 

(5) the potential for validation of security 
practices at the foreign seaport by the De-
partment. 

(c) NOTIFICATION.—The Secretary shall no-
tify the appropriate congressional commit-
tees of the designation of a foreign port 
under the Container Security Initiative or 
the revocation of such a designation before 
notifying the public of such designation or 
revocation. 

(d) NEGOTIATIONS.—The Secretary, in co-
operation with the Secretary of State and in 
consultation with the United States Trade 
Representative, may enter into negotiations 

with the government of each foreign nation 
in which a seaport is designated under the 
Container Security Initiative to ensure full 
compliance with the requirements under the 
Container Security Initiative. 

(e) OVERSEAS INSPECTIONS.—The Secretary 
shall establish minimum technical capa-
bility criteria and standard operating proce-
dures for the use of nonintrusive imaging 
and radiation detection equipment in con-
junction with the Container Security Initia-
tive and shall monitor operations at foreign 
seaports designated under the Container Se-
curity Initiative to ensure the use of such 
criteria and procedures. Such criteria and 
procedures— 

(1) shall be consistent with relevant stand-
ards and procedures utilized by other Federal 
departments or agencies, or developed by 
international bodies if the United States 
consents to such standards and procedures; 

(2) shall not apply to activities conducted 
under the Megaports Initiative of the De-
partment of Energy; 

(3) shall not be designed to endorse the 
product or technology of any specific com-
pany or to conflict with the sovereignty of a 
country in which a foreign seaport des-
ignated under the Container Security Initia-
tive is located; and 

(4) shall be applied to the equipment oper-
ated at each foreign seaport designated 
under the Container Security Initiative, ex-
cept as provided under paragraph (2). 

(f) SAVINGS PROVISION.—The authority of 
the Secretary under this section shall not af-
fect any authority or duplicate any efforts or 
responsibilities of the Federal Government 
with respect to the deployment of radiation 
detection equipment outside of the United 
States under any program administered by 
the Department. 

(g) COORDINATION.—The Secretary shall co-
ordinate with the Secretary of Energy to— 

(1) provide radiation detection equipment 
required to support the Container Security 
Initiative through the Department of Ener-
gy’s Second Line of Defense and Megaports 
programs; or 

(2) work with the private sector to obtain 
radiation detection equipment that meets 
the Department’s technical specifications for 
such equipment. 

(h) STAFFING.—The Secretary shall develop 
a human capital management plan to deter-
mine adequate staffing levels in the United 
States and in foreign seaports including, as 
appropriate, the remote location of per-
sonnel in countries in which foreign seaports 
are designated under the Container Security 
Initiative. 

(i) ANNUAL DISCUSSIONS.—The Secretary, in 
coordination with the appropriate Federal 
officials, shall hold annual discussions with 
foreign governments of countries in which 
foreign seaports designated under the Con-
tainer Security Initiative are located regard-
ing best practices, technical assistance, 
training needs, and technological develop-
ments that will assist in ensuring the effi-
cient and secure movement of international 
cargo. 

(j) LESSER RISK PORT.—The Secretary, act-
ing through the Commissioner, may treat 
cargo loaded in a foreign seaport designated 
under the Container Security Initiative as 
presenting a lesser risk than similar cargo 
loaded in a foreign seaport that is not des-
ignated under the Container Security Initia-
tive, for the purpose of clearing such cargo 
into the United States. 

(k) REPORT.— 
(1) IN GENERAL.—Not later than September 

30, 2007, the Secretary, acting through the 
Commissioner, shall, in consultation with 
other appropriate government officials and 
the Commercial Operations Advisory Com-
mittee, submit a report to the appropriate 
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congressional committee on the effective-
ness of, and the need for any improvements 
to, the Container Security Initiative. The re-
port shall include— 

(A) a description of the technical assist-
ance delivered to, as well as needed at, each 
designated seaport; 

(B) a description of the human capital 
management plan at each designated sea-
port; 

(C) a summary of the requests made by the 
United States to foreign governments to con-
duct physical or nonintrusive inspections of 
cargo at designated seaports, and whether 
each such request was granted or denied by 
the foreign government; 

(D) an assessment of the effectiveness of 
screening, scanning, and inspection protocols 
and technologies utilized at designated sea-
ports and the effect on the flow of commerce 
at such seaports, as well as any rec-
ommendations for improving the effective-
ness of screening, scanning, and inspection 
protocols and technologies utilized at des-
ignated seaports; 

(E) a description and assessment of the 
outcome of any security incident involving a 
foreign seaport designated under the Con-
tainer Security Initiative; and 

(F) a summary and assessment of the ag-
gregate number and extent of trade compli-
ance lapses at each seaport designated under 
the Container Security Initiative. 

(2) UPDATED REPORT.—Not later than Sep-
tember 30, 2010, the Secretary, acting 
through the Commissioner, shall, in con-
sultation with other appropriate government 
officials and the Commercial Operations Ad-
visory Committee, submit an updated report 
to the appropriate congressional committees 
on the effectiveness of, and the need for any 
improvements to, the Container Security 
Initiative. The updated report shall address 
each of the elements required to be included 
in the report provided for under paragraph 
(1). 

(l) AUTHORIZATION OF APPROPRIATIONS.— 
There are authorized to be appropriated to 
the United States Customs and Border Pro-
tection in the Department of Homeland Se-
curity to carry out the provisions of this sec-
tion— 

(1) $144,000,000 for fiscal year 2008; 
(2) $146,000,000 for fiscal year 2009; and 
(3) $153,300,000 for fiscal year 2010. 

Subtitle B—Customs-Trade Partnership 
Against Terrorism 

SEC. 211. ESTABLISHMENT. 
(a) ESTABLISHMENT.—The Secretary, acting 

through the Commissioner is authorized to 
establish a voluntary government-private 
sector program (to be known as the ‘‘Cus-
toms-Trade Partnership Against Terrorism’’ 
or ‘‘C–TPAT’’) to strengthen and improve 
the overall security of the international sup-
ply chain and United States border security, 
and to facilitate the movement of secure 
cargo through the international supply 
chain, by providing benefits to participants 
meeting or exceeding the program require-
ments. Participants in C–TPAT shall include 
tier 1 participants, tier 2 participants, and 
tier 3 participants. 

(b) MINIMUM SECURITY REQUIREMENTS.— 
The Secretary, acting through the Commis-
sioner, shall review the minimum security 
requirements of C–TPAT at least once every 
year and update such requirements as nec-
essary. 
SEC. 212. ELIGIBLE ENTITIES. 

Importers, customs brokers, forwarders, 
air, sea, land carriers, contract logistics pro-
viders, and other entities in the inter-
national supply chain and intermodal trans-
portation system are eligible to apply to vol-
untarily enter into partnerships with the De-
partment under C–TPAT. 

SEC. 213. MINIMUM REQUIREMENTS. 
An applicant seeking to participate in C– 

TPAT shall— 
(1) demonstrate a history of moving cargo 

in the international supply chain; 
(2) conduct an assessment of its supply 

chain based upon security criteria estab-
lished by the Secretary, acting through the 
Commissioner, including— 

(A) business partner requirements; 
(B) container security; 
(C) physical security and access controls; 
(D) personnel security; 
(E) procedural security; 
(F) security training and threat awareness; 

and 
(G) information technology security; 
(3) implement and maintain security meas-

ures and supply chain security practices 
meeting security criteria established by the 
Commissioner; and 

(4) meet all other requirements established 
by the Commissioner in consultation with 
the Commercial Operations Advisory Com-
mittee. 
SEC. 214. TIER 1 PARTICIPANTS IN C–TPAT. 

(a) BENEFITS.—The Secretary, acting 
through the Commissioner, shall offer lim-
ited benefits to a tier 1 participant who has 
been certified in accordance with the guide-
lines referred to in subsection (b). Such bene-
fits may include a reduction in the score as-
signed pursuant to the Automated Targeting 
System of not greater than 20 percent of the 
high risk threshold established by the Sec-
retary. 

(b) GUIDELINES.—Not later than 180 days 
after the date of the enactment of this Act, 
the Secretary, acting through the Commis-
sioner, shall update the guidelines for certi-
fying a C–TPAT participant’s security meas-
ures and supply chain security practices 
under this section. Such guidelines shall in-
clude a background investigation and exten-
sive documentation review. 

(c) TIME FRAME.—To the extent prac-
ticable, the Secretary, acting through the 
Commissioner, shall complete the tier 1 cer-
tification process within 90 days of receipt of 
an application for participation in C–TPAT. 
SEC. 215. TIER 2 PARTICIPANTS IN C–TPAT. 

(a) VALIDATION.—The Secretary, acting 
through the Commissioner, shall validate 
the security measures and supply chain secu-
rity practices of a tier 1 participant in ac-
cordance with the guidelines referred to in 
subsection (c). Such validation shall include 
on-site assessments at appropriate foreign 
locations utilized by the tier 1 participant in 
its supply chain and shall, to the extent 
practicable, be completed not later than 1 
year after certification as a tier 1 partici-
pant. 

(b) BENEFITS.—The Secretary, acting 
through the Commissioner, shall extend ben-
efits to each C–TPAT participant that has 
been validated as a tier 2 participant under 
this section, which may include— 

(1) reduced scores in the Automated Tar-
geting System; 

(2) reduced examinations of cargo; and 
(3) priority searches of cargo. 
(c) GUIDELINES.—Not later than 180 days 

after the date of the enactment of this Act, 
the Secretary, acting through the Commis-
sioner, shall develop a schedule and update 
the guidelines for validating a participant’s 
security measures and supply chain security 
practices under this section. 
SEC. 216. TIER 3 PARTICIPANTS IN C–TPAT. 

(a) IN GENERAL.—The Secretary, acting 
through the Commissioner, shall establish a 
third tier of C–TPAT participation that of-
fers additional benefits to participants who 
demonstrate a sustained commitment to 
maintaining security measures and supply 
chain security practices that exceed the 

guidelines established for validation as a tier 
2 participant in C–TPAT under section 215 of 
this Act. 

(b) CRITERIA.—The Secretary, acting 
through the Commissioner, shall designate 
criteria for validating a C–TPAT participant 
as a tier 3 participant under this section. 
Such criteria may include— 

(1) compliance with any additional guide-
lines established by the Secretary that ex-
ceed the guidelines established pursuant to 
section 215 of this Act for validating a C– 
TPAT participant as a tier 2 participant, 
particularly with respect to controls over ac-
cess to cargo throughout the supply chain; 

(2) voluntary submission of additional in-
formation regarding cargo prior to loading, 
as determined by the Secretary; 

(3) utilization of container security devices 
and technologies that meet standards and 
criteria established by the Secretary; and 

(4) compliance with any other cargo re-
quirements established by the Secretary. 

(c) BENEFITS.—The Secretary, acting 
through the Commissioner, in consultation 
with the Commercial Operations Advisory 
Committee and the National Maritime Secu-
rity Advisory Committee, shall extend bene-
fits to each C–TPAT participant that has 
been validated as a tier 3 participant under 
this section, which may include— 

(1) the expedited release of a tier 3 partici-
pant’s cargo in destination ports within the 
United States during all threat levels des-
ignated by the Secretary; 

(2) in addition to the benefits available to 
tier 2 participants— 

(A) further reduction in examinations of 
cargo; 

(B) priority for examinations of cargo; and 
(C) further reduction in the risk score as-

signed pursuant to the Automated Targeting 
System; 

(3) notification of specific alerts and post- 
incident procedures to the extent such noti-
fication does not compromise the security 
interests of the United States; and 

(4) inclusion in joint incident management 
exercises, as appropriate. 

(d) DEADLINE.—Not later than 2 years after 
the date of the enactment of this Act, the 
Secretary, acting through the Commissioner, 
shall designate appropriate criteria pursuant 
to subsection (b) and provide benefits to vali-
dated tier 3 participants pursuant to sub-
section (c). 
SEC. 217. CONSEQUENCES FOR LACK OF COMPLI-

ANCE. 
(a) IN GENERAL.—If at any time a C–TPAT 

participant’s security measures and supply 
chain security practices fail to meet any of 
the requirements under this subtitle, the 
Commissioner may deny the participant ben-
efits otherwise available under this subtitle, 
in whole or in part. 

(b) FALSE OR MISLEADING INFORMATION.—If 
a C–TPAT participant knowingly provides 
false or misleading information to the Com-
missioner during the validation process pro-
vided for under this subtitle, the Commis-
sioner shall suspend or expel the participant 
from C–TPAT for an appropriate period of 
time. The Commissioner may publish in the 
Federal Register a list of participants who 
have been suspended or expelled from C– 
TPAT pursuant to this subsection, and may 
make such list available to C–TPAT partici-
pants. 

(c) RIGHT OF APPEAL.— 
(1) IN GENERAL.—A C–TPAT participant 

may appeal a decision of the Commissioner 
pursuant to subsection (a). Such appeal shall 
be filed with the Secretary not later than 90 
days after the date of the decision, and the 
Secretary shall issue a determination not 
later than 180 days after the appeal is filed. 

(2) APPEALS OF OTHER DECISIONS.—A C– 
TPAT participant may appeal a decision of 
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the Commissioner pursuant to subsection 
(b). Such appeal shall be filed with the Sec-
retary not later than 30 days after the date 
of the decision, and the Secretary shall issue 
a determination not later than 180 days after 
the appeal is filed. 
SEC. 218. REVALIDATION. 

The Secretary, acting through the Com-
missioner, shall develop and implement— 

(1) a revalidation process for tier 2 and tier 
3 participants; 

(2) a framework based upon objective cri-
teria for identifying participants for periodic 
revalidation not less frequently than once 
during each 5-year period following the ini-
tial validation; and 

(3) an annual plan for revalidation that in-
cludes— 

(A) performance measures; 
(B) an assessment of the personnel needed 

to perform the revalidations; and 
(C) the number of participants that will be 

revalidated during the following year. 
SEC. 219. NONCONTAINERIZED CARGO. 

The Secretary, acting through the Com-
missioner, shall consider the potential for 
participation in C–TPAT by importers of 
noncontainerized cargoes that otherwise 
meet the requirements under this subtitle. 
SEC. 220. C–TPAT PROGRAM MANAGEMENT. 

(a) IN GENERAL.—The Secretary, acting 
through the Commissioner, shall establish 
sufficient internal quality controls and 
record management to support the manage-
ment systems of C–TPAT. In managing the 
program, the Secretary shall ensure that the 
program includes: 

(1) STRATEGIC PLAN.—A 5-year plan to iden-
tify outcome-based goals and performance 
measures of the program. 

(2) ANNUAL PLAN.—An annual plan for each 
fiscal year designed to match available re-
sources to the projected workload. 

(3) STANDARDIZED WORK PROGRAM.—A 
standardized work program to be used by 
agency personnel to carry out the certifi-
cations, validations, and revalidations of 
participants. The Secretary shall keep 
records and monitor staff hours associated 
with the completion of each such review. 

(b) DOCUMENTATION OF REVIEWS.—The Sec-
retary, acting through the Commissioner, 
shall maintain a record management system 
to document determinations on the reviews 
of each C–TPAT participant, including cer-
tifications, validations, and revalidations. 

(c) CONFIDENTIAL INFORMATION SAFE-
GUARDS.—In consultation with the Commer-
cial Operations Advisory Committee, the 
Secretary, acting through the Commissioner, 
shall develop and implement procedures to 
ensure the protection of confidential data 
collected, stored, or shared with government 
agencies or as part of the application, cer-
tification, validation, and revalidation proc-
esses. 
SEC. 221. RESOURCE MANAGEMENT STAFFING 

PLAN. 
The Secretary, acting through the Com-

missioner, shall— 
(1) develop a staffing plan to recruit and 

train staff (including a formalized training 
program) to meet the objectives identified in 
the strategic plan of the C–TPAT program; 
and 

(2) provide cross-training in post-incident 
trade resumption for personnel who admin-
ister the C–TPAT program. 
SEC. 222. ADDITIONAL PERSONNEL. 

In each of the fiscal years 2007 through 
2009, the Commissioner shall increase by not 
less than 50 the number of full-time per-
sonnel engaged in the validation and re-
validation of C–TPAT participants (over the 
number of such personnel on the last day of 
the previous fiscal year), and shall provide 
appropriate training and support to such ad-
ditional personnel. 

SEC. 223. AUTHORIZATION OF APPROPRIATIONS. 
(a) C–TPAT.—There are authorized to be 

appropriated to the United States Customs 
and Border Protection in the Department of 
Homeland Security to carry out the provi-
sions of sections 211 through 221 to remain 
available until expended— 

(1) $65,000,000 for fiscal year 2008; 
(2) $72,000,000 for fiscal year 2009; and 
(3) $75,600,000 for fiscal year 2010. 
(b) ADDITIONAL PERSONNEL.—In addition to 

any monies hereafter appropriated to the 
United States Customs and Border Protec-
tion in the Department of Homeland Secu-
rity, there are authorized to be appropriated 
for the purpose of meeting the staffing re-
quirement provided for in section 222, to re-
main available until expended— 

(1) $8,500,000 for fiscal year 2007; 
(2) $17,600,000 for fiscal year 2008; 
(3) $27,300,000 for fiscal year 2009; 
(4) $28,300,000 for fiscal year 2010; and 
(5) $29,200,000 for fiscal year 2011. 

SEC. 224. REPORT TO CONGRESS. 
In connection with the President’s annual 

budget submission for the Department of 
Homeland Security, the Secretary shall re-
port to the appropriate congressional com-
mittees on the progress made by the Com-
missioner to certify, validate, and revalidate 
C–TPAT participants. Such report shall be 
due on the same date that the President’s 
budget is submitted to the Congress. 

Subtitle C—Miscellaneous Provisions 
SEC. 231. PILOT INTEGRATED SCANNING SYSTEM. 

(a) DESIGNATIONS.—Not later than 90 days 
after the date of the enactment of this Act, 
the Secretary shall designate 3 foreign sea-
ports through which containers pass or are 
transshipped to the United States for the es-
tablishment of pilot integrated scanning sys-
tems that couple nonintrusive imaging 
equipment and radiation detection equip-
ment. The equipment may be provided by the 
Megaports Initiative of the Department of 
Energy. In making the designations under 
this paragraph, the Secretary shall consider 
3 distinct ports with unique features and dif-
fering levels of trade volume. 

(b) COLLABORATION AND COOPERATION.—The 
Secretary shall collaborate with the Sec-
retary of Energy and cooperate with the pri-
vate sector and the foreign government of 
each country in which a foreign seaport is 
designated pursuant to subsection (a) to im-
plement the pilot systems. 

(c) IMPLEMENTATION.—Not later than 1 year 
after the date of the enactment of this Act, 
the Secretary shall achieve a full-scale im-
plementation of the pilot integrated screen-
ing system, which shall— 

(1) scan all containers destined for the 
United States that transit through the port; 

(2) electronically transmit the images and 
information to the container security initia-
tive personnel in the host country and cus-
toms personnel in the United States for eval-
uation and analysis; 

(3) resolve every radiation alarm according 
to established Department procedures; 

(4) utilize the information collected to en-
hance the Automated Targeting System or 
other relevant programs; and 

(5) store the information for later retrieval 
and analysis. 

(d) REPORT.—Not later than 120 days after 
achieving full-scale implementation under 
subsection (c), the Secretary, in consultation 
with the Secretary of Energy and the Sec-
retary of State, shall submit a report to the 
appropriate congressional committees, that 
includes— 

(1) an evaluation of the lessons derived 
from the pilot system implemented under 
this subsection; 

(2) an analysis of the efficacy of the Auto-
mated Targeting System or other relevant 

programs in utilizing the images captured to 
examine high-risk containers; 

(3) an evaluation of software that is capa-
ble of automatically identifying potential 
anomalies in scanned containers; 

(4) an analysis of the need and feasibility 
of expanding the integrated scanning system 
to other container security initiative ports, 
including— 

(A) an analysis of the infrastructure re-
quirements; 

(B) a projection of the effect on current av-
erage processing speed of containerized 
cargo; 

(C) an evaluation of the scalability of the 
system to meet both current and future fore-
casted trade flows; 

(D) the ability of the system to automati-
cally maintain and catalog appropriate data 
for reference and analysis in the event of a 
transportation disruption; 

(E) an analysis of requirements to install 
and maintain an integrated scanning system; 

(F) the ability of administering personnel 
to efficiently manage and utilize the data 
produced by a non-intrusive scanning sys-
tem; 

(G) the ability to safeguard commercial 
data generated by, or submitted to, a non-in-
trusive scanning system; and 

(H) an assessment of the reliability of cur-
rently available technology to implement an 
integrated scanning system. 

(e) IMPLEMENTATION.—As soon as prac-
ticable and possible after the date of enact-
ment of this Act, an integrated scanning sys-
tem shall be implemented to scan all con-
tainers entering the United States prior to 
arrival in the United States. 
SEC. 232. INTERNATIONAL COOPERATION AND 

COORDINATION. 
(a) INSPECTION TECHNOLOGY AND TRAIN-

ING.— 
(1) IN GENERAL.—The Secretary, in coordi-

nation with the Secretary of State, the Sec-
retary of Energy, and appropriate represent-
atives of other Federal agencies, may pro-
vide technical assistance, equipment, and 
training to facilitate the implementation of 
supply chain security measures at ports des-
ignated under the Container Security Initia-
tive and at other foreign ports, as appro-
priate. 

(2) ACQUISITION AND TRAINING.—Unless oth-
erwise prohibited by law, the Secretary 
may— 

(A) lease, loan, provide, or otherwise assist 
in the deployment of nonintrusive inspection 
and handheld radiation detection equipment 
at foreign land and sea ports under such 
terms and conditions as the Secretary pre-
scribes, including nonreimbursable loans or 
the transfer of ownership of equipment; and 

(B) provide training and technical assist-
ance for domestic or foreign personnel re-
sponsible for operating or maintaining such 
equipment. 

(b) ACTIONS AND ASSISTANCE FOR FOREIGN 
PORTS.—Section 70110 of title 46, United 
States Code, is amended— 

(1) by striking the section header and in-
serting the following: 
‘‘§ 70110. Actions and assistance for foreign 

ports’’ 
; and 

(2) by adding at the end the following: 
‘‘(e) ASSISTANCE FOR FOREIGN PORTS.— 
‘‘(1) IN GENERAL.—The Secretary, in con-

sultation with the Secretary of Transpor-
tation, the Secretary of State, and the Sec-
retary of Energy, shall identify foreign as-
sistance programs that could facilitate im-
plementation of port security antiterrorism 
measures in foreign countries. The Secretary 
shall establish a program to utilize the pro-
grams that are capable of implementing port 
security antiterrorism measures at ports in 

VerDate Mar 15 2010 23:38 Feb 05, 2014 Jkt 081600 PO 00000 Frm 00132 Fmt 4624 Sfmt 0634 E:\2006SENATE\S07SE6.REC S07SE6m
m

ah
er

 o
n 

D
S

K
C

G
S

P
4G

1 
w

ith
 S

O
C

IA
LS

E
C

U
R

IT
Y



CONGRESSIONAL RECORD — SENATE S9203 September 7, 2006 
foreign countries that the Secretary finds, 
under section 70108, to lack effective 
antiterrorism measures. 

‘‘(2) CARIBBEAN BASIN.—The Secretary, in 
coordination with the Secretary of State and 
in consultation with the Organization of 
American States and the Commandant of the 
Coast Guard, shall place particular emphasis 
on utilizing programs to facilitate the imple-
mentation of port security antiterrorism 
measures at the ports located in the Carib-
bean Basin, as such ports pose unique secu-
rity and safety threats to the United States 
due to— 

‘‘(A) the strategic location of such ports 
between South America and the United 
States; 

‘‘(B) the relative openness of such ports; 
and 

‘‘(C) the significant number of shipments 
of narcotics to the United States that are 
moved through such ports.’’. 

(c) REPORT ON SECURITY AT PORTS IN THE 
CARIBBEAN BASIN.— 

(1) IN GENERAL.—Not later than 180 days 
after the date of the enactment of this Act, 
the Comptroller General of the United States 
shall submit a report to the appropriate con-
gressional committees on the security of 
ports in the Caribbean Basin. 

(2) CONTENTS.—The report submitted under 
paragraph (1)— 

(A) shall include— 
(i) an assessment of the effectiveness of the 

measures employed to improve security at 
ports in the Caribbean Basin and rec-
ommendations for any additional measures 
to improve such security; 

(ii) an estimate of the number of ports in 
the Caribbean Basin that will not be secured 
by January 1, 2007; 

(iii) an estimate of the financial impact in 
the United States of any action taken pursu-
ant to section 70110 of title 46, United States 
Code, that affects trade between such ports 
and the United States; and 

(iv) an assessment of the additional re-
sources and program changes that are nec-
essary to maximize security at ports in the 
Caribbean Basin; and 

(B) may be submitted in both classified and 
redacted formats. 

(d) CLERICAL AMENDMENT.—The chapter 
analysis for chapter 701 of title 46, United 
States Code, is amended by striking the item 
relating to section 70110 and inserting the 
following: 
‘‘70110. Actions and assistance for foreign 

ports.’’. 
TITLE III—ADMINISTRATION 

SEC. 301. OFFICE OF CARGO SECURITY POLICY. 
(a) ESTABLISHMENT.—Subtitle C of title IV 

of the Homeland Security Act of 2002 (6 
U.S.C. 231 et seq.) is amended by adding at 
the end the following: 
‘‘SEC. 431. OFFICE OF CARGO SECURITY POLICY. 

‘‘(a) ESTABLISHMENT.—There is established 
within the Department an Office of Cargo Se-
curity Policy (referred to in this section as 
the ‘Office’). 

‘‘(b) PURPOSE.—The Office shall— 
‘‘(1) coordinate all Department policies re-

lating to cargo security; and 
‘‘(2) consult with stakeholders and coordi-

nate with other Federal agencies in the es-
tablishment of standards and regulations 
and to promote best practices. 

‘‘(c) DIRECTOR.— 
‘‘(1) APPOINTMENT.—The Office shall be 

headed by a Director, who shall— 
‘‘(A) be appointed by the Secretary; and 
‘‘(B) report to the Assistant Secretary for 

Policy. 
‘‘(2) RESPONSIBILITIES.—The Director 

shall— 
‘‘(A) advise the Assistant Secretary for 

Policy in the development of Department- 
wide policies regarding cargo security; 

‘‘(B) coordinate all policies relating to 
cargo security among the agencies and of-
fices within the Department relating to 
cargo security; and 

‘‘(C) coordinate the cargo security policies 
of the Department with the policies of other 
executive agencies.’’. 

(b) DESIGNATION OF LIAISON OFFICE OF DE-
PARTMENT OF STATE.—The Secretary of State 
shall designate a liaison office within the 
Department of State to assist the Secretary, 
as appropriate, in negotiating cargo security 
related international agreements. 

(c) CLERICAL AMENDMENT.—The table of 
contents of the Homeland Security Act of 
2002 (6 U.S.C. 101 et seq.) is amended by in-
serting after the item relating to section 430 
the following: 
‘‘Sec. 431. Office of cargo security policy.’’. 
SEC. 302. REAUTHORIZATION OF HOMELAND SE-

CURITY SCIENCE AND TECHNOLOGY 
ADVISORY COMMITTEE. 

(a) IN GENERAL.—Section 311(j) of the 
Homeland Security Act of 2002 (6 U.S.C. 
191(j)) is amended by striking ‘‘3 years after 
the effective date of this Act’’ and inserting 
‘‘on December 31, 2008’’. 

(b) EFFECTIVE DATE.—The amendment 
made by subsection (a) shall be effective as if 
enacted on the date of the enactment of the 
Homeland Security Act of 2002 (6 U.S.C. 101 
et seq.). 

(c) ADVISORY COMMITTEE.—The Assistant 
Secretary for Science and Technology shall 
utilize the Homeland Security Science and 
Technology Advisory Committee, as appro-
priate, to provide outside expertise in ad-
vancing cargo security technology. 
SEC. 303. RESEARCH, DEVELOPMENT, TEST, AND 

EVALUATION EFFORTS IN FURTHER-
ANCE OF MARITIME AND CARGO SE-
CURITY. 

(a) IN GENERAL.—The Secretary shall— 
(1) direct research, development, test, and 

evaluation efforts in furtherance of mari-
time and cargo security; 

(2) coordinate with public and private sec-
tor entities to develop and test technologies 
and process innovations in furtherance of 
these objectives; and 

(3) evaluate such technologies. 
(b) COORDINATION.—The Secretary, in co-

ordination with the Undersecretary for 
Science and Technology, the Assistant Sec-
retary for Policy, the Chief Financial Offi-
cer, and the heads of other appropriate of-
fices or entities of the Department, shall en-
sure that— 

(1) research, development, test, and evalua-
tion efforts funded by the Department in fur-
therance of maritime and cargo security are 
coordinated within the Department and with 
other appropriate Federal agencies to avoid 
duplication of efforts; and 

(2) the results of such efforts are shared 
throughout the Department and with other 
Federal, State, and local agencies, as appro-
priate. 

TITLE IV—AGENCY RESOURCES AND 
OVERSIGHT 

SEC. 401. OFFICE OF INTERNATIONAL TRADE. 
Section 2 of the Act of March 3, 1927 (44 

Stat. 1381, chapter 348; 19 U.S.C. 2072), is 
amended by adding at the end the following: 

‘‘(d) OFFICE OF INTERNATIONAL TRADE.— 
‘‘(1) ESTABLISHMENT.—There is established 

within the United States Customs and Bor-
der Protection an Office of International 
Trade that shall be headed by an Assistant 
Commissioner. 

‘‘(2) TRANSFER OF ASSETS, FUNCTIONS, AND 
PERSONNEL; ELIMINATION OF OFFICES.— 

‘‘(A) OFFICE OF STRATEGIC TRADE.—Not 
later than 90 days after the date of the enact-
ment of the Port Security Improvement Act 
of 2006, the Commissioner shall transfer the 
assets, functions, and personnel of the Office 

of Strategic Trade to the Office of Inter-
national Trade established pursuant to para-
graph (1) and the Office of Strategic Trade 
shall be abolished. 

‘‘(B) OFFICE OF REGULATIONS AND RUL-
INGS.—Not later than 90 days after the date 
of the enactment of the Port Security Im-
provement Act of 2006, the Commissioner 
shall transfer the assets, functions, and per-
sonnel of the Office of Regulations and Rul-
ings to the Office of International Trade es-
tablished pursuant to paragraph (1) and the 
Office of Regulations and Rulings shall be 
abolished. 

‘‘(C) OTHER TRANSFERS.—The Commis-
sioner is authorized to transfer any other as-
sets, functions, or personnel within the 
United States Customs and Border Protec-
tion to the Office of International Trade es-
tablished pursuant to paragraph (1). Not 
later than 30 days after each such transfer, 
the Commissioner shall notify the Com-
mittee on Appropriations, the Committee on 
Finance, and the Committee on Homeland 
Security and Governmental Affairs of the 
Senate and the Committee on Appropria-
tions, the Committee on Homeland Security, 
and the Committee on Ways and Means of 
the House of Representatives of the specific 
assets, functions, or personnel, that were 
transferred, and the reason for such transfer. 

‘‘(e) INTERNATIONAL TRADE POLICY COM-
MITTEE.— 

‘‘(1) ESTABLISHMENT.—The Commissioner 
shall establish an International Trade Policy 
Committee, to be chaired by the Commis-
sioner, and to include the Deputy Commis-
sioner, the Assistant Commissioner in the 
Office of Field Operations, the Assistant 
Commissioner in the Office of International 
Affairs, the Assistant Commissioner in the 
Office of International Trade, and the Direc-
tor of the Office of Trade Relations. 

‘‘(2) RESPONSIBILITIES.—The International 
Trade Policy Committee shall— 

‘‘(A) be responsible for advising the Com-
missioner with respect to the commercial 
customs and trade facilitation functions of 
the United States Customs and Border Pro-
tection; and 

‘‘(B) assist the Commissioner in coordi-
nating with the Assistant Secretary for Pol-
icy regarding commercial customs and trade 
facilitation functions. 

‘‘(3) ANNUAL REPORT.—Not later than 30 
days after the end of each fiscal year, the 
International Trade Policy Committee shall 
submit a report to the Committee on Fi-
nance of the Senate and the Committee on 
Ways and Means of the House of Representa-
tives. The report shall— 

‘‘(A) detail the activities of the Inter-
national Trade Policy Committee during the 
preceding fiscal year; and 

‘‘(B) identify the priorities of the Inter-
national Trade Policy Committee for the 
current fiscal year. 

‘‘(f) INTERNATIONAL TRADE FINANCE COM-
MITTEE.— 

‘‘(1) ESTABLISHMENT.—The Commissioner 
shall establish an International Trade Fi-
nance Committee, to be chaired by the Com-
missioner, and to include the Deputy Com-
missioner, the Assistant Commissioner in 
the Office of Finance, the Assistant Commis-
sioner in the Office of International Trade, 
and the Director of the Office of Trade Rela-
tions. 

‘‘(2) RESPONSIBILITIES.—The Trade Finance 
Committee shall be responsible for over-
seeing the operation of all programs and sys-
tems that are involved in the assessment and 
collection of duties, bonds, and other charges 
or penalties associated with the entry of 
cargo into the United States, or the export 
of cargo from the United States, including 
the administration of duty drawback and the 
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collection of antidumping and counter-
vailing duties. 

‘‘(3) ANNUAL REPORT.—Not later than 30 
days after the end of each fiscal year, the 
Trade Finance Committee shall submit a re-
port to the Committee on Finance of the 
Senate and the Committee on Ways and 
Means of the House of Representatives. The 
report shall— 

‘‘(A) detail the activities and findings of 
the Trade Finance Committee during the 
preceding fiscal year; and 

‘‘(B) identify the priorities of the Trade Fi-
nance Committee for the current fiscal year. 

‘‘(g) DEFINITION.—In this section, the term 
‘Commissioner’ means the Commissioner re-
sponsible for the United States Customs and 
Border Protection in the Department of 
Homeland Security.’’. 
SEC. 402. RESOURCES. 

Section 301 of the Customs Procedural Re-
form and Simplification Act of 1978 (19 U.S.C. 
2075) is amended by adding at the end the fol-
lowing: 

‘‘(h) RESOURCE ALLOCATION MODEL.— 
‘‘(1) RESOURCE ALLOCATION MODEL.—Not 

later than June 30, 2007, and every 2 years 
thereafter, the Commissioner shall prepare 
and submit to the Committee on Finance of 
the Senate and the Committee on Ways and 
Means of the House of Representatives a Re-
source Allocation Model to determine the 
optimal staffing levels required to carry out 
the commercial operations of United States 
Customs and Border Protection, including 
commercial inspection and release of cargo 
and the revenue functions described in sec-
tion 412(b)(2) of the Homeland Security Act 
of 2002 (6 U.S.C. 212(b)(2)). The model shall 
comply with the requirements of section 
412(b)(1) of such Act and shall take into ac-
count previous staffing models and historic 
and projected trade volumes and trends. The 
Resource Allocation Model shall apply both 
risk-based and random sampling approaches 
for determining adequate staffing needs for 
priority trade functions, including— 

‘‘(A) performing revenue functions; 
‘‘(B) enforcing antidumping and counter-

vailing laws; 
‘‘(C) protecting intellectual property 

rights; 
‘‘(D) enforcing provisions of law relating to 

trade in textiles and apparel; 
‘‘(E) conducting agricultural inspections; 
‘‘(F) enforcing fines, penalties and forfeit-

ures; and 
‘‘(G) facilitating trade. 
‘‘(2) PERSONNEL.— 
‘‘(A) IN GENERAL.—Not later than Sep-

tember 30, 2007, the Commissioner shall en-
sure that the requirements of section 412(b) 
of the Homeland Security Act of 2002 (6 
U.S.C. 212(b)) are fully satisfied and shall re-
port to the Committee on Finance of the 
Senate and the Committee on Ways and 
Means of the House of Representatives re-
garding the implementation of this subpara-
graph. 

‘‘(B) CUSTOMS AND BORDER PROTECTION OF-
FICERS.—The initial Resource Allocation 
Model required pursuant to paragraph (1) 
shall provide for the hiring of a minimum of 
725 additional Customs and Border Protec-
tion Officers. The Commissioner shall hire 
such additional officers, subject to the ap-
propriation of funds to pay for the salaries 
and expenses of such officers, of which the 
Commissioner shall assign— 

‘‘(i) 1 additional officer at each port of 
entry in the United States; and 

‘‘(ii) the balance of the additional officers 
authorized by this subsection among ports of 
entry in the United States. 

‘‘(C) ASSIGNMENT.—In assigning such offi-
cers pursuant to subparagraph (B), the Com-
missioner shall consider the volume of trade 

and the incidence of nonvoluntarily dis-
closed customs and trade law violations in 
addition to security priorities among such 
ports of entry. 

‘‘(D) REDISTRIBUTION.—Not later than Sep-
tember 30, 2008, the Director of Field Oper-
ations in each Field Office may, at the re-
quest of the Director of a Service Port re-
porting to such Field Office, direct the redis-
tribution of the additional personnel pro-
vided for pursuant to subparagraph (B) 
among the ports of entry reporting to such 
Field Office. The Commissioner shall 
promptly report any redistribution of per-
sonnel pursuant to subparagraph (B) to the 
Committee on Homeland Security and Gov-
ernmental Affairs and Committee on Fi-
nance of the Senate, and the Committee on 
Homeland Security and Committee on Ways 
and Means of the House of Representatives. 

‘‘(3) AUTHORIZATION OF APPROPRIATIONS.—In 
addition to any monies hereafter appro-
priated to United States Customs and Border 
Protection in the Department of Homeland 
Security, there are authorized to be appro-
priated for the purpose of meeting the re-
quirements of paragraph (2)(B), to remain 
available until expended— 

‘‘(A) $85,000,000 for fiscal year 2008. 
‘‘(B) $132,000,000 for fiscal year 2009. 
‘‘(C) $137,000,000 for fiscal year 2010. 
‘‘(D) $142,000,000 for fiscal year 2011. 
‘‘(E) $147,000,000 for fiscal year 2012. 
‘‘(4) REPORT.—Not later than 30 days after 

the end of each fiscal year, the Commis-
sioner shall report to the Committee on Fi-
nance of the Senate and the Committee on 
Ways and Means of the House of Representa-
tives on the resources directed to commer-
cial and trade facilitation functions within 
the Office of Field Operations for the pre-
ceding fiscal year. Such information shall be 
reported for each category of personnel with-
in the Office of Field Operations. 

‘‘(5) REGULATIONS TO IMPLEMENT TRADE 
AGREEMENTS.—Not later than 30 days after 
the date of the enactment of the Port Secu-
rity Improvement Act of 2006, the Commis-
sioner shall designate and maintain not less 
than 5 attorneys within the Office of Inter-
national Trade established pursuant to sec-
tion 2 of the Act of March 3, 1927 (44 Stat. 
1381, chapter 348; 19 U.S.C. 2072) with primary 
responsibility for the prompt development 
and promulgation of regulations necessary 
to implement any trade agreement entered 
into by the United States. 

‘‘(6) DEFINITION.—As used in this sub-
section, the term ‘Commissioner’ means the 
Commissioner responsible for United States 
Customs and Border Protection in the De-
partment of Homeland Security.’’. 
SEC. 403. NEGOTIATIONS. 

Section 629 of the Tariff Act of 1930 (19 
U.S.C. 1629) is amended by adding at the end 
the following: 

‘‘(h) CUSTOMS PROCEDURES AND COMMIT-
MENTS.— 

‘‘(1) IN GENERAL.—The Secretary of Home-
land Security, the United States Trade Rep-
resentative, and other appropriate Federal 
officials, shall work through appropriate 
international organizations including the 
World Customs Organization (WCO), the 
World Trade Organization (WTO), the Inter-
national Maritime Organization, and the 
Asia-Pacific Economic Cooperation, to align, 
to the extent practicable, customs proce-
dures, standards, requirements, and commit-
ments in order to facilitate the efficient flow 
of international trade. 

‘‘(2) UNITED STATES TRADE REPRESENTA-
TIVE.— 

‘‘(A) IN GENERAL.—The United States Trade 
Representative shall seek commitments in 
negotiations in the WTO regarding the arti-
cles of GATT 1994 that are described in sub-

paragraph (B) that make progress in achiev-
ing— 

‘‘(i) harmonization of import and export 
data collected by WTO members for customs 
purposes, to the extent practicable; 

‘‘(ii) enhanced procedural fairness and 
transparency with respect to the regulation 
of imports and exports by WTO members; 

‘‘(iii) transparent standards for the effi-
cient release of cargo by WTO members, to 
the extent practicable; and 

‘‘(iv) the protection of confidential com-
mercial data. 

‘‘(B) ARTICLES DESCRIBED.—The articles of 
the GATT 1994 described in this subpara-
graph are the following: 

‘‘(i) Article V (relating to transit). 
‘‘(ii) Article VIII (relating to fees and for-

malities associated with importation and ex-
portation). 

‘‘(iii) Article X (relating to publication and 
administration of trade regulations). 

‘‘(C) GATT 1994.—The term ‘GATT 1994’ 
means the General Agreement on Tariff and 
Trade annexed to the WTO Agreement. 

‘‘(3) CUSTOMS.—The Secretary of Homeland 
Security, acting through the Commissioner 
and in consultation with the United States 
Trade Representative, shall work with the 
WCO to facilitate the efficient flow of inter-
national trade, taking into account existing 
international agreements and the negoti-
ating objectives of the WTO. The Commis-
sioner shall work to— 

‘‘(A) harmonize, to the extent practicable, 
import data collected by WCO members for 
customs purposes; 

‘‘(B) automate and harmonize, to the ex-
tent practicable, the collection and storage 
of commercial data by WCO members; 

‘‘(C) develop, to the extent practicable, 
transparent standards for the release of 
cargo by WCO members; 

‘‘(D) develop and harmonize, to the extent 
practicable, standards, technologies, and 
protocols for physical or nonintrusive exami-
nations that will facilitate the efficient flow 
of international trade; and 

‘‘(E) ensure the protection of confidential 
commercial data. 

‘‘(4) DEFINITION.—In this subsection, the 
term ‘Commissioner’ means the Commis-
sioner responsible for the United States Cus-
toms and Border Protection in the Depart-
ment of Homeland Security.’’. 
SEC. 404. INTERNATIONAL TRADE DATA SYSTEM. 

Section 411 of the Tariff Act of 1930 (19 
U.S.C. 1411) is amended by adding at the end 
the following: 

‘‘(d) INTERNATIONAL TRADE DATA SYSTEM.— 
‘‘(1) ESTABLISHMENT.— 
‘‘(A) IN GENERAL.—The Secretary of the 

Treasury (in this section, referred to as the 
‘Secretary’) shall oversee the establishment 
of an electronic trade data interchange sys-
tem to be known as the ‘International Trade 
Data System’ (ITDS). The ITDS shall be im-
plemented not later than the date that the 
Automated Commercial Environment (com-
monly referred to as ‘ACE’) is implemented. 

‘‘(B) PURPOSE.—The purpose of the ITDS is 
to eliminate redundant information require-
ments, to efficiently regulate the flow of 
commerce, and to effectively enforce laws 
and regulations relating to international 
trade, by establishing a single portal system, 
operated by the United States Customs and 
Border Protection, for the collection and dis-
tribution of standard electronic import and 
export data required by all participating 
Federal agencies. 

‘‘(C) PARTICIPATION.— 
‘‘(i) IN GENERAL.—All Federal agencies that 

require documentation for clearing or licens-
ing the importation and exportation of cargo 
shall participate in the ITDS. 

‘‘(ii) WAIVER.—The Director of the Office of 
Management and Budget may waive, in 
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CONGRESSIONAL RECORD — SENATE S9205 September 7, 2006 
whole or in part, the requirement for partici-
pation for any Federal agency based on the 
national security interests of the United 
States. 

‘‘(D) CONSULTATION.—The Secretary shall 
consult with and assist agencies in the tran-
sition from paper to electronic format for 
the submission, issuance, and storage of doc-
uments relating to data required to enter 
cargo into the United States. 

‘‘(2) DATA ELEMENTS.— 
‘‘(A) IN GENERAL.—The Interagency Steer-

ing Committee (established under paragraph 
(3)) shall, in consultation with the agencies 
participating in the ITDS, define the stand-
ard set of data elements to be collected, 
stored, and shared in the ITDS. The Inter-
agency Steering Committee shall periodi-
cally review the data elements in order to 
update the standard set of data elements, as 
necessary. 

‘‘(B) COMMITMENTS AND OBLIGATIONS.—The 
Interagency Steering Committee shall en-
sure that the ITDS data requirements are 
compatible with the commitments and obli-
gations of the United States as a member of 
the World Customs Organization (WCO) and 
the World Trade Organization (WTO) for the 
entry and movement of cargo. 

‘‘(C) COORDINATION.—The Secretary shall 
be responsible for coordinating operation of 
the ITDS among the participating agencies 
and the office within the United States Cus-
toms and Border Protection that is respon-
sible for maintaining the ITDS. 

‘‘(3) INTERAGENCY STEERING COMMITTEE.— 
There is established an Interagency Steering 
Committee (in this section, referred to as the 
‘Committee’). The members of the Com-
mittee shall include the Secretary (who shall 
serve as the chairperson of the Committee), 
the Director of the Office of Management 
and Budget, and the head of each agency par-
ticipating in the ITDS. The Committee shall 
assist the Secretary in overseeing the imple-
mentation of, and participation in, the ITDS. 

‘‘(4) REPORT.—The Committee shall submit 
a report before the end of each fiscal year to 
the Committee on Finance of the Senate and 
the Committee on Ways and Means of the 
House of Representatives. Each report shall 
include information on— 

‘‘(A) the status of the ITDS implementa-
tion; 

‘‘(B) the extent of participation in the 
ITDS by Federal agencies; 

‘‘(C) the remaining barriers to any agen-
cy’s participation; 

‘‘(D) the consistency of the ITDS with ap-
plicable standards established by the World 
Customs Organization and the World Trade 
Organization; 

‘‘(E) recommendations for technological 
and other improvements to the ITDS; and 

‘‘(F) the status of the development, imple-
mentation, and management of the Auto-
mated Commercial Environment within the 
United States Customs and Border Protec-
tion..’’. 
SEC. 405. IN-BOND CARGO. 

Title IV of the Tariff Act of 1930 is amend-
ed by inserting after section 553 the fol-
lowing: 
‘‘SEC. 553A. REPORT ON IN-BOND CARGO. 

‘‘(a) REPORT.—Not later than June 30, 2007, 
the Commissioner shall submit a report to 
the Committees on Commerce, Science, and 
Transportation, Finance, and Homeland Se-
curity and Governmental Affairs of the Sen-
ate and the Committees on Homeland Secu-
rity, Transportation and Infrastructure, and 
Ways and Means of the House of Representa-
tives that includes— 

‘‘(1) a plan for closing in-bond entries at 
the port of arrival; 

‘‘(2) an assessment of the personnel re-
quired to ensure 100 percent reconciliation of 

in-bond entries between the port of arrival 
and the port of destination or exportation; 

‘‘(3) an assessment of the status of inves-
tigations of overdue in-bond shipments and 
an evaluation of the resources required to 
ensure adequate investigation of overdue in- 
bond shipments; 

‘‘(4) a plan for tracking in-bond cargo with-
in the Automated Commercial Environment 
(ACE); 

‘‘(5) an assessment of whether any par-
ticular technologies should be required in 
the transport of in-bond cargo; 

‘‘(6) an assessment of whether ports of ar-
rival should require any additional informa-
tion regarding shipments of in-bond cargo; 

‘‘(7) an evaluation of the criteria for tar-
geting and examining in-bond cargo; and 

‘‘(8) an assessment of the feasibility of re-
ducing the transit time for in-bond ship-
ments, including an assessment of the im-
pact of such a change on domestic and inter-
national trade. 

‘‘(b) DEFINITION.—The term ‘Commissioner’ 
means the Commissioner responsible for the 
United States Customs and Border Protec-
tion in the Department of Homeland Secu-
rity.’’. 
SEC. 406. SENSE OF THE SENATE. 

It is the sense of the Senate that nothing 
in sections 2, 106, 111 through 113, and 201 
through 232 of this Act shall be construed to 
affect the jurisdiction of any Standing Com-
mittee of the Senate. 

SA 4920. Mr. BURNS submitted an 
amendment intended to be proposed by 
him to the bill H.R. 5385, making ap-
propriations for the military quality of 
life functions of the Department of De-
fense, military construction, the De-
partment of Veterans Affairs, and re-
lated agencies for the fiscal year end-
ing September 30, 2007, and for other 
purposes; which was ordered to lie on 
the table; as follows: 

At the appropriate place, insert the fol-
lowing: 

DEPARTMENT OF THE INTERIOR 
For an additional amount for ‘‘WILDLAND 

FIRE MANAGEMENT’’ under the heading ‘‘DE-
PARTMENT OF THE INTERIOR’’ of title I 
of the Department of the Interior, Environ-
ment, and Related Agencies Appropriations 
Act, 2006 (Public Law 109–54), $125,000,000 for 
the conduct of emergency wildfire suppres-
sion activities of the Secretary of the Inte-
rior, to be made available beginning on the 
date of enactment of this Act and to remain 
available until expended: Provided, That the 
amount provided under this heading is des-
ignated as an emergency requirement pursu-
ant to section 402 of S. Con. Res. 83 (109th 
Congress), the concurrent resolution on the 
budget for fiscal year 2007, as made applica-
ble in the Senate by section 7035 of Public 
Law 109–234. 

DEPARTMENT OF AGRICULTURE 
For an additional amount for ‘‘WILDLAND 

FIRE MANAGEMENT’’ under the heading ‘‘DE-
PARTMENT OF AGRICULTURE’’ of title III 
of the Department of the Interior, Environ-
ment, and Related Agencies Appropriations 
Act, 2006 (Public Law 109–54), $175,000,000 for 
the conduct of emergency wildfire suppres-
sion activities of the Secretary of Agri-
culture, acting through the Chief of the For-
est Service, to be made available beginning 
on the date of enactment of this Act and to 
remain available until expended: Provided, 
That the amount provided under this head-
ing is designated as an emergency require-
ment pursuant to section 402 of S. Con. Res. 
83 (109th Congress), the concurrent resolu-
tion on the budget for fiscal year 2007, as 

made applicable in the Senate by section 7035 
of Public Law 109–234. 

SA 4921. Mr. DEMINT submitted an 
amendment intended to be proposed by 
him to the bill H.R. 4954, to improve 
maritime and cargo security through 
enhanced layered defenses, and for 
other purposes; which was ordered to 
lie on the table; as follows: 

At the appropriate place, insert the fol-
lowing: 

TITLE —NATIONAL ALERT SYSTEM 
SECTION —100. TABLE OF CONTENTS. 

The table of contents for this title is as fol-
lows: 
Sec. —100. Table of contents. 

TITLE —NATIONAL ALERT SYSTEM 
Sec. —101. Short title. 
Sec. —102. National Alert System. 
Sec. —103. Implementation and use. 
Sec. —104. Coordination with existing public 

alert systems and authority. 
Sec. —105. National Alert Office. 
Sec. —106. National Alert System Working 

Group. 
Sec. —107. Research and development. 
Sec. —108. Grant program for remote com-

munity alert systems. 
Sec. —109. Public familiarization, outreach, 

and response instructions. 
Sec. —110. Essential services disaster assist-

ance. 
Sec. —111. Definitions. 
Sec. —112. Existing interagency activities. 
Sec. —113. Funding. 
SEC. —101. SHORT TITLE. 

This title may be cited as the ‘‘Warning, 
Alert, and Response Network Act’’. 
SEC. —102. NATIONAL ALERT SYSTEM. 

(a) ESTABLISHMENT.—There is established a 
National Alert System to provide a public 
communications system capable of alerting 
the public on a national, regional, or local 
basis to emergency situations requiring a 
public response. 

(b) FUNCTIONS.—The National Alert Sys-
tem— 

(1) will enable any Federal, State, tribal, 
or local government official with credentials 
issued by the National Alert Office under 
section —103 to alert the public to any immi-
nent threat that presents a significant risk 
of injury or death to the public; 

(2) will be coordinated with and supple-
ment existing Federal, State, tribal, and 
local emergency warning and alert systems; 

(3) will be flexible enough in its application 
to permit narrowly targeted alerts in cir-
cumstances in which only a small geographic 
area is exposed or potentially exposed to the 
threat; and 

(4) will transmit alerts across the greatest 
possible variety of communications tech-
nologies, including digital and analog broad-
casts, cable and satellite television, satellite 
and terrestrial radio, wireless communica-
tions, wireline communications, and the 
Internet to reach the largest portion of the 
affected population. 

(c) CAPABILITIES.—The National Alert Sys-
tem— 

(1) shall incorporate multiple communica-
tions technologies and be designed to adapt 
to, and incorporate, future technologies for 
communicating directly with the public; 

(2) shall include mechanisms and tech-
nologies to ensure that members of the pub-
lic with disabilities and older individuals (as 
defined in section 102(35) of the Older Ameri-
cans Act of 1965 (42 U.S.C. 3002(35))) are able 
to receive alerts and information provided 
through the National Alert System; 

(3) may not interfere with existing alert, 
warning, priority access, or emergency com-
munications systems employed by Federal, 
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State, tribal, or local emergency response 
personnel and shall incorporate existing 
emergency alert technologies, including the 
NOAA All-Hazards Radio System, digital and 
analog broadcast, cable, and satellite tele-
vision and satellite and terrestrial radio; 

(4) shall not be based upon any single tech-
nology or platform, but shall be designed to 
provide alerts to the largest portion of the 
affected population feasible and improve the 
ability of remote areas to receive alerts; 

(5) shall incorporate technologies to alert 
effectively underserved communities (as de-
termined by the Commission under section 
—108(a) of this title); 

(6) when technologically feasible shall be 
capable of providing information in lan-
guages other than, and in addition to, 
English where necessary or appropriate; and 

(7) shall be designed to promote local and 
regional public and private partnerships to 
enhance community preparedness and re-
sponse. 

(d) RECEPTION OF ALERTS.—The National 
Alert System shall— 

(1) utilize multiple technologies for pro-
viding alerts to the public, including tech-
nologies that do not require members of the 
public to activate a particular device or use 
a particular technology to receive an alert 
provided via the National Alert System; and 

(2) provide redundant alert mechanisms 
where practicable so as to reach the greatest 
number of people regardless of whether they 
have access to, or utilize, any specific me-
dium of communication or any particular de-
vice. 

(e) EMERGENCY ALERT SYSTEM.—Within 1 
year after the date of enactment of this Act, 
the Federal Communications Commission 
shall— 

(1) ensure the President, Secretary of 
Homeland Security, and State Governors 
have access to the emergency alert system; 
and 

(2) ensure that the Emergency Alert Sys-
tem can transmit in languages other than 
English. 
SEC. —103. IMPLEMENTATION AND USE. 

(a) AUTHORITY TO ACCESS SYSTEM.— 
(1) IN GENERAL.—Within 180 days after the 

date of enactment of this Act, the National 
Alert Office shall establish a process for 
issuing credentials to Federal, State, tribal, 
or local government officials with responsi-
bility for issuing safety warnings to the pub-
lic that will enable them to access the Na-
tional Alert System. The Office shall ap-
prove or disapprove a request for credentials 
within 60 days of request by the Federal de-
partment or agency, the governor of the 
State or the elected leader of a federally rec-
ognized Indian tribe. 

(2) REQUESTS FOR CREDENTIALS.—Requests 
for credentials from Federal, State, tribal, 
and local government agencies shall be sub-
mitted to the Office by the head of the Fed-
eral department or agency, or the governor 
of the State or the elected leader of a Feder-
ally recognized Indian tribe, concerned, for 
review and approval. 

(3) SCOPE AND LIMITATIONS OF CREDEN-
TIALS.—The Office shall— 

(A) establish eligibility criteria for issuing, 
renewing, and revoking access credentials; 

(B) limit credentials to appropriate geo-
graphic areas or political jurisdictions; and 

(C) ensure that the credentials permit use 
of the National Alert System only for alerts 
that are consistent with the jurisdiction, au-
thority, and basis for eligibility of the indi-
vidual to whom the credentials are issued to 
use the National Alert System. 

(4) PERIODIC TRAINING.—The Office shall— 
(A) establish a periodic training program 

for Federal, State, tribal, or local govern-
ment officials with credentials to use the Na-
tional Alert System; and 

(B) require such officials to undergo peri-
odic training under the program as a pre-
requisite for retaining their credentials to 
use the system. 

(b) ALLOWABLE ALERTS.— 
(1) IN GENERAL.—Any alert transmitted via 

the National Alert System, other than an 
alert described in paragraph (3), shall meet 1 
or more of the following requirements: 

(A) An alert shall notify the public of a 
hazardous situation that poses an imminent 
threat to the public health or safety. 

(B) An alert shall provide appropriate in-
structions for actions to be taken by individ-
uals affected or potentially affected by such 
a situation. 

(C) An alert shall advise individuals of pub-
lic addresses by Federal, State, tribal, or 
local officials when related to a significant 
threat to public safety and transmit such ad-
dresses when practicable and technically fea-
sible. 

(D) An alert shall notify the public of when 
the hazardous situation has ended or has 
been brought under control. 

(2) EVENT ELIGIBILITY REGULATIONS.—The 
director of the National Alert Office, in con-
sultation with the Working Group, shall by 
regulation specify— 

(A) the classes of events or situations for 
which the National Alert System may be 
used to alert the public; and 

(B) the content of the types of alerts that 
may be transmitted by or through use of the 
National Alert System, which may include— 

(i) notifications to the public of a haz-
ardous situation that poses an imminent 
threat to the public health or safety accom-
panied by appropriate instructions for ac-
tions to be taken by individuals affected or 
potentially affected by such a situation; and 

(ii) when technologically feasible public 
addresses by Federal, State, tribal, or local 
officials related to a significant threat to 
public safety. 

(3) OPT-IN PROCEDURES FOR OPTIONAL 
ALERTS.—The director of the Office may es-
tablish a procedure under which licensees 
who elect to participate in the National 
Alert System as described in paragraph (d), 
may transmit localized traffic, weather, 
community, or other non-emergency alerts 
via the National Alert System in a manner 
that enables them to be received only by in-
dividuals who take appropriate action to re-
ceive such alerts. 

(c) ACCESS POINTS.—The National Alert 
System shall provide— 

(1) secure, widely dispersed multiple access 
points to Federal, State, or local government 
officials with credentials that will enable 
them to initiate alerts for transmission to 
the public via the National Alert System; 
and 

(2) system redundancies to ensure 
functionality in the event of partial system 
failures, power failures, or other interruptive 
events. 

(d) ELECTION TO CARRY SERVICE.— 
(1) AMENDMENT OF LICENSE.—Within 60 days 

after the date on which the National Alert 
Office adopts relevant technical standards 
based on recommendations of the Working 
Group, the Federal Communications Com-
mission shall initiate a proceeding and sub-
sequently issue an order— 

(A) to allow any licensee providing com-
mercial mobile service (as defined in section 
332(d)(1) of the Communications Act of 1934 
(47 U.S.C. 332(d)(1))) to transmit National 
Alert System alerts to all subscribers to, or 
users of, such service; and 

(B) to require any such licensee who elects 
under paragraph (2) not to participate in the 
transmission of National Alert System 
alerts, to provide clear and conspicuous no-
tice at the point of sale of any devices with 
which its service is included, that it will not 

transmit National Alert System alerts via 
its service. 

(2) ELECTION TO CARRY SERVICE.— 
(A) IN GENERAL.—Within 30 days after the 

Commission issues its order under paragraph 
(1), each such licensee shall file an election 
with the Commission with respect to wheth-
er or not it intends to participate in the 
transmission of National Alert System 
alerts. 

(B) PARTICIPATION.—If a licensee elects to 
participate in the transmission of National 
Alert System alerts, the licensee shall cer-
tify to the Commission that it will partici-
pate in a manner consistent with the stand-
ards and protocols implemented by the Na-
tional Alert Office. 

(C) ADVERTISING.—Nothing in this title 
shall be construed to prevent a licensee from 
advertising that it participates in the trans-
mission of National Alert System alerts. 

(D) WITHDRAWAL FROM OR LATER ENTRY 
INTO SYSTEM.—The Commission shall estab-
lish a procedure— 

(i) for a participating licensee to withdraw 
from the National Alert System upon notifi-
cation of its withdrawal to its existing sub-
scribers; 

(ii) for a licensee to enter the National 
Alert System at a date later than provided 
in subparagraph (A); and 

(iii) under which a subscriber may termi-
nate a subscription to service provided by a 
licensee that withdraws from the National 
Alert System without penalty or early ter-
mination fee. 

(E) CONSUMER CHOICE TECHNOLOGY.—Any li-
censee electing to participate in the trans-
mission of National Alert System alerts may 
offer subscribers the capability of preventing 
the subscriber’s device from receiving alerts 
broadcast by the system other than an alert 
issued by the President. 

(3) EXPANSION OF CLASS OF LICENSEES PAR-
TICIPATING.—The Commission, in consulta-
tion with the National Alert Office, may ex-
pand the class of licensees allowed to partici-
pate in the transmission of National Alert 
System alerts subject to such requirements 
as the Commission, in consultation with the 
National Alert Office, determines to be nec-
essary or appropriate— 

(A) to ensure the broadest feasible propa-
gation of alerts transmitted by the National 
Alert System to the public; and 

(B) to ensure that the functionality, integ-
rity, and security of the National Alert Sys-
tem is not compromised. 

(e) DIGITAL TELEVISION TRANSMISSION TOW-
ERS.— 

(1) RETRANSMISSION CAPABILITY.—Within 30 
days after the date on which the National 
Alert Office adopts relevant technical stand-
ards based on recommendations of the Work-
ing Group, the Federal Communications 
Commission shall initiate a proceeding to re-
quire public broadcast television licensees 
and permittees to install necessary equip-
ment and technologies on, or as part of, any 
broadcast television digital signal trans-
mitter to enable the transmitter to serve as 
a backbone for the reception, relay, and re-
transmission of National Alert System 
alerts. 

(2) COMPENSATION.—The National Alert Of-
fice established by section —105 shall com-
pensate any such licensee or permittee for 
costs incurred in complying with the re-
quirements imposed pursuant to paragraph 
(1). 

(f) FCC REGULATION OF COMPLIANCE.—Ex-
cept as provided in subsections (d) and (e), 
the Federal Communications Commission 
shall have no regulatory authority under 
this title except to regulate compliance with 
this title by licensees and permittees regu-
lated by the Commission under the Commu-
nications Act of 1934 (47 U.S.C. 151 et seq.). 
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(g) LIMITATION OF LIABILITY.—Any person 

that participates in the transmission of Na-
tional Alert System alerts and that meets 
its obligations under this title shall not be 
liable to any subscriber to, or user of, such 
person’s service or equipment for— 

(1) any act or omission related to or any 
harm resulting from the transmission of, or 
failure to transmit, a National Alert System 
alert to such subscriber or user; 

(2) for the release to a government agency 
or entity, public safety, fire service, law en-
forcement official, or emergency facility of 
subscriber information used in connection 
with delivering an alert; or 

(3) the licensee’s or provider’s withdrawal 
from or election not to participate in the Na-
tional Alert System. 

(h) TESTING.—The director shall establish 
testing criteria and guidelines for licensees 
that elect to participate in the transmission 
of National Alert System alerts. 
SEC. —104. COORDINATION WITH EXISTING PUB-

LIC ALERT SYSTEMS AND AUTHOR-
ITY. 

(a) EXISTING FEDERAL WARNING SYSTEM CO-
ORDINATION.—The director shall work with 
the Federal Communications Commission 
and other relevant Federal agencies to en-
sure that the National Alert System— 

(1) complements, rather than duplicates, 
existing Federal alert systems; and 

(2) obtains the maximum benefit possible 
from the utilization of existing research and 
development, technologies, and processes de-
veloped for or utilized by existing Federal 
alert systems. 

(b) EXISTING ALERT AUTHORITY.—Nothing 
in this title shall be construed— 

(1) to interfere with the authority of a Fed-
eral, State, or local government official 
under any other provision of law to transmit 
public alerts via the NOAA All-Hazards 
Radio System, digital and analog broadcast, 
cable, and satellite television and satellite 
and terrestrial radio, or any other emer-
gency alert system in existence on the date 
of enactment of this Act; 

(2) to require alerts transmitted under the 
authority described in paragraph (1) to com-
ply with any standard established pursuant 
to section —103; or 

(3) to require any Federal, State, or local 
government official to obtain credentials or 
undergo training under this title before 
transmitting alerts under the authority de-
scribed in paragraph (1). 
SEC. —105. NATIONAL ALERT OFFICE. 

(a) ESTABLISHMENT.— 
(1) IN GENERAL.—The National Alert Office 

is established within the Department of 
Homeland Security. 

(2) DIRECTOR.—The office shall be headed 
by a director with at least 5 years’ oper-
ational experience in the management and 
issuance of warnings and alerts, hazardous 
event management, or disaster planning. The 
Director shall serve under and report to the 
Secretary of Homeland Security or his des-
ignee. 

(3) STAFF.—The office shall have a staff 
with significant technical expertise in the 
communications industry and emergency 
public communications. The director may 
request the detailing, with or without reim-
bursement, of staff from any appropriate 
Federal department or agency in order to en-
sure that the concerns of all such depart-
ments and agencies are incorporated into the 
daily operation of the National Alert Sys-
tem. 

(b) FUNCTIONS AND RESPONSIBILITIES.— 
(1) IN GENERAL.—The Office shall admin-

ister, operate, and manage the National 
Alert System. 

(2) IMPLEMENTATION OF WORKING GROUP REC-
OMMENDATIONS.—The Office shall be respon-

sible for implementing the recommendations 
of the Working Group established by section 
—106 regarding— 

(A) the technical transmission of alerts; 
(B) the incorporation of new technologies 

into the National Alert System; 
(C) the technical capabilities of the Na-

tional Alert System; and 
(D) any other matters that fall within the 

duties of the Working Group. 
(3) TRANSMISSION OF ALERTS.—In admin-

istering the National Alert System, the di-
rector of the National Alert Office shall en-
sure that— 

(A) the National Alert System is available 
to, and enables, only Federal, State, tribal, 
or local government officials with creden-
tials issued by the National Alert Office 
under section —103 to access and utilize the 
National Alert System; 

(B) the National Alert System is capable of 
providing geographically targeted alerts 
where such alerts are appropriate; 

(C) the legitimacy and authenticity of any 
proffered alert is verified before it is trans-
mitted; 

(D) each proffered alert complies with for-
mats, protocols, and other requirements es-
tablished by the Office to ensure the efficacy 
and usefulness of alerts transmitted via the 
National Alert System; 

(E) the security and integrity of a National 
Alert System alert from the point of origina-
tion to delivery is maintained; and 

(F) the security and integrity of the Na-
tional Alert System is maintained and pro-
tected. 

(c) REPORTS.— 
(1) ANNUAL REPORTS.—The director shall 

submit an annual report to the Senate Com-
mittee on Commerce, Science, and Transpor-
tation, the Senate Committee on Homeland 
Security and Governmental Affairs, the 
House of Representatives Committee on 
Homeland Security, the House of Represent-
atives Committee on Energy and Commerce, 
the House of Representatives Committee on 
Science, and the House of Representatives 
Committee on Transportation and Infra-
structure on the status of, and plans for, the 
National Alert System. In the first annual 
report, the director shall report on— 

(A) the progress made toward operational 
activation of the alerting capabilities of the 
National Alert System; and 

(B) the anticipated date on which the Na-
tional Alert System will be available for uti-
lization by Federal, State, and local offi-
cials. 

(2) 5-YEAR PLAN.—Within 1 year after the 
date of enactment of this Act and every 5 
years thereafter, the director shall publish a 
5-year plan that outlines future capabilities 
and communications platforms for the Na-
tional Alert System. The plan shall serve as 
the long-term planning document for the Of-
fice. 

(d) GAO AUDITS.— 
(1) IN GENERAL.—The Comptroller General 

shall audit the National Alert Office every 3 
years after the date of enactment of this Act 
and periodically thereafter and transmit the 
findings thereof to the Senate Committee on 
Commerce, Science, and Transportation, the 
Senate Committee on Homeland Security 
and Governmental Affairs, the House of Rep-
resentatives Committee on Homeland Secu-
rity, the House of Representatives Com-
mittee on Energy and Commerce, the House 
of Representatives Committee on Science, 
and the House of Representatives Committee 
on Transportation and Infrastructure. 

(2) RESPONSE REPORT.—If, as a result of the 
audit, the Comptroller General expresses 
concern about any matter addressed by the 
audit, the director of the National Alert Of-
fice shall transmit a report to the Senate 
Committee on Commerce, Science, and 

Transportation, the Senate Committee on 
Homeland Security and Governmental Af-
fairs, the House of Representatives Com-
mittee on Homeland Security, the House of 
Representatives Committee on Energy and 
Commerce, the House of Representatives 
Committee on Science, and the House of 
Representatives Committee on Transpor-
tation and Infrastructure describing what 
action, if any, the director is taking to re-
spond to any such concern. 
SEC. —106. NATIONAL ALERT SYSTEM WORKING 

GROUP. 
(a) ESTABLISHMENT.—Not later than 60 days 

after the date of enactment of this Act, the 
director of the National Alert Office shall es-
tablish a working group, to be known as the 
National Alert System Working Group. 

(b) MEMBERSHIP.— 
(1) APPOINTMENT; CHAIR.—The director 

shall appoint the members of the Working 
Group as soon as practicable after the date 
of enactment of this Act and shall serve as 
its chair. In appointing members of the 
Working Group, the director shall ensure 
that the number of members appointed under 
paragraph (5) provides appropriate and ade-
quate representation for all stakeholders and 
interested and affected parties. 

(2) FEDERAL AGENCY REPRESENTATIVES.— 
Appropriate personnel from the National In-
stitute of Standards and Technology, the Na-
tional Oceanic and Atmospheric Administra-
tion, the Federal Communications Commis-
sion, the Federal Emergency Management 
Agency, the Nuclear Regulatory Commis-
sion, the Department of Justice, the Na-
tional Communications System, the Depart-
ment of Homeland Security’s Preparedness 
Directorate, the United States Postal Serv-
ice, and other appropriate Federal agencies 
shall serve as members of the Working 
Group. 

(3) STATE AND LOCAL GOVERNMENT REP-
RESENTATIVES.—The director shall appoint 
representatives of State and local govern-
ments and representatives of emergency 
services personnel, selected from among in-
dividuals nominated by national organiza-
tions representing such governments and 
personnel, to serve as members of the Work-
ing Group. 

(4) TRIBAL GOVERNMENTS.—The director 
shall appoint representatives from Federally 
recognized Indian tribes and National Indian 
organizations. 

(5) SUBJECT MATTER EXPERTS..—The direc-
tor shall appoint individuals who have the 
requisite technical knowledge and expertise 
to serve on the Working Group in the fulfill-
ment of its duties, including representatives 
of— 

(A) communications service providers; 
(B) vendors, developers, and manufacturers 

of systems, facilities; equipment, and capa-
bilities for the provision of communications 
services; 

(C) third-party service bureaus; 
(D) technical experts from the broad-

casting industry; 
(E) the national organization representing 

the licensees and permittees of noncommer-
cial broadcast television stations; 

(F) national organizations representing in-
dividuals with special needs; and 

(G) other individuals with technical exper-
tise that would enhance the National Alert 
System. 

(c) DUTIES OF THE WORKING GROUP.— 
(1) DEVELOPMENT OF SYSTEM-CRITICAL REC-

OMMENDATIONS.—Within 1 year after the date 
of enactment of this Act, the Working Group 
shall develop and transmit to the National 
Alert Office recommendations for— 

(A) protocols, including formats, source or 
originator identification, threat severity, 
hazard description, and response require-
ments or recommendations, for alerts to be 
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transmitted via the National Alert System 
that ensures that alerts are capable of being 
utilized across the broadest variety of com-
munication technologies, at National, State, 
and local levels; 

(B) procedures for verifying, initiating, 
modifying, and canceling alerts transmitted 
via the National Alert System; 

(C) guidelines for the technical capabilities 
of the National Alert System; 

(D) guidelines for technical capability that 
provides for the priority transmission of Na-
tional Alert System alerts; 

(E) guidelines for other capabilities of the 
National Alert System as specified in this 
title; 

(F) standards for equipment and tech-
nologies used by the National Alert System; 

(G) guidelines for the transmission of Na-
tional System Alerts in languages in addi-
tion to English, to the extent practicable; 
and 

(H) guidelines for incorporating the Na-
tional Alert System into comprehensive 
emergency planning standards for public 
alert and notification and emergency public 
communications. 

(2) INTEGRATION OF EMERGENCY AND NA-
TIONAL ALERT SYSTEMS.—The Working Group 
shall work with the operators of nuclear 
power plants and other critical infrastruc-
ture facilities to integrate emergency alert 
systems for those facilities with the Na-
tional Alert System. 

(d) MEETINGS.— 
(1) INITIAL MEETING.—The initial meeting 

of the Working Group shall take place not 
later than 60 days after the date of the enact-
ment of this Act. 

(2) OTHER MEETINGS.—After the initial 
meeting, the Working Group shall meet at 
the call of the chair. 

(3) NOTICE; OPEN MEETINGS.—Any meetings 
held by the Working Group shall be duly no-
ticed at least 14 days in advance and shall be 
open to the public. 

(e) RESOURCES.— 
(1) FEDERAL AGENCIES.—The Working 

Group shall have reasonable access to— 
(A) materials, resources, data, and other 

information from the National Institute of 
Standards and Technology, the Department 
of Commerce and its agencies, the Depart-
ment of Homeland Security and its bureaus, 
and the Federal Communications Commis-
sion; and 

(B) the facilities of any such agency for 
purposes of conducting meetings. 

(2) GIFTS AND GRANTS.—The Working Group 
may accept, use, and dispose of gifts or 
grants of services or property, both real and 
personal, for purposes of aiding or facili-
tating the work of the Working Group. Gifts 
or grants not used at the expiration of the 
Working Group shall be returned to the 
donor or grantor. 

(f) RULES.— 
(1) QUORUM.—One-third of the members of 

the Working Group shall constitute a 
quorum for conducting business of the Work-
ing Group. 

(2) SUBCOMMITTEES.—To assist the Working 
Group in carrying out its functions, the 
chair may establish appropriate subcommit-
tees composed of members of the Working 
Group and other subject matter experts as 
deemed necessary. 

(3) ADDITIONAL RULES.—The Working Group 
may adopt other rules as needed. 

(g) FEDERAL ADVISORY COMMITTEE ACT.— 
Neither the Federal Advisory Committee Act 
(5 U.S.C. App.) nor any rule, order, or regula-
tion promulgated under that Act shall apply 
to the Working Group. 
SEC. —107. RESEARCH AND DEVELOPMENT. 

(a) IN GENERAL.—The Undersecretary of 
Homeland Security for Science and Tech-

nology and the director jointly shall estab-
lish an extramural research and development 
program based on the recommendations of 
the Working Group to support the develop-
ment of technology that will enable all ex-
isting and future providers of communica-
tions services and all existing and future 
communications devices to be utilized effec-
tively with the National Alert System. 

(b) FUNCTIONS.—In carrying out subsection 
(a) the Undersecretary for Science and Tech-
nology and the director shall— 

(1) fund research and development which 
may include academia, the private sector, 
and government laboratories; and 

(2) ensure that the program addresses, at a 
minimum— 

(A) developing innovative technologies 
that will transmit geographically targeted 
emergency messages to the public; 

(B) enhancing participation in the national 
alert system; 

(C) understanding and improving public re-
sponse to warnings; and 

(D) enhancing the ability of local commu-
nities to integrate the National Alert Sys-
tem into their overall operations manage-
ment. 

(c) USE OF EXISTING PROGRAMS AND RE-
SOURCES.—In developing the program, the 
Undersecretary for Science and Technology 
shall utilize existing expertise of the Depart-
ment of Commerce, including the National 
Institute of Standards and Technology. 
SEC. —108. GRANT PROGRAM FOR REMOTE COM-

MUNITY ALERT SYSTEMS. 
(a) GRANT PROGRAM.—The Undersecretary 

of Commerce for Oceans and Atmosphere 
shall establish a program under which grants 
may be made to provide for the installation 
of technologies in remote communities effec-
tively unserved by commercial mobile radio 
service (as determined by the Federal Com-
munications Commission within 180 days 
after the date of enactment of this Act) for 
the purpose of enabling residents of those 
communities to receive National Alert Sys-
tem alerts. 

(b) APPLICATIONS AND CONDITIONS.—In con-
ducting the program, the Undersecretary— 

(1) shall establish a notification and appli-
cation procedure; and 

(2) may establish such conditions, and re-
quire such assurances, as may be appropriate 
to ensure the efficiency and integrity of the 
grant program. 

(c) SUNSET.—The Undersecretary may not 
make grants under subsection (a) more than 
5 years after the date of enactment of this 
Act. 
SEC. —109. PUBLIC FAMILIARIZATION, OUT-

REACH, AND RESPONSE INSTRUC-
TIONS. 

The director of the National Office, in con-
sultation with the Working Group, shall con-
duct a program of public outreach to ensure 
that the public is aware of the National 
Alert System and understands its capabili-
ties and uses for emergency preparedness and 
response. The program shall incorporate 
multiple communications technologies and 
methods, including inserts in packaging for 
wireless devices, Internet websites, and the 
use of broadcast radio and television Non- 
Commercial Sustaining Announcement Pro-
grams. 
SEC. —110. ESSENTIAL SERVICES DISASTER AS-

SISTANCE. 
Title IV of the Robert T. Stafford Disaster 

Relief and Emergency Assistance Act (42 
U.S.C. 5170 et seq.) is amended by adding at 
the end the following: 
‘‘SEC. 425. ESSENTIAL SERVICE PROVIDERS. 

‘‘(a) DEFINITION.—In this section, the term 
‘essential service provider’ means an entity 
that— 

‘‘(1) provides— 

‘‘(A) telecommunications service; 
‘‘(B) electrical power; 
‘‘(C) natural gas; 
‘‘(D) water and sewer services; or 
‘‘(E) any other essential service, as deter-

mined by the President; 
‘‘(2) is— 
‘‘(A) a municipal entity; 
‘‘(B) a nonprofit entity; or 
‘‘(C) a private, for-profit entity; and 
‘‘(3) is contributing to efforts to respond to 

an emergency or major disaster. 
‘‘(b) AUTHORIZATION.—In an emergency or 

major disaster, the President may use Fed-
eral equipment, supplies, facilities, per-
sonnel, and other non-monetary resources to 
assist an essential service provider, in ex-
change for reasonable compensation. 

‘‘(c) COMPENSATION.— 
‘‘(1) IN GENERAL.—The President shall, by 

regulation, establish a mechanism to set rea-
sonable compensation to the Federal Govern-
ment for the provision of assistance under 
subsection (b). 

‘‘(2) CRITERIA.—The mechanism established 
under paragraph (1)— 

‘‘(A) shall reflect the cost to the govern-
ment (or if this is not readily obtainable, the 
full market value under the applicable cir-
cumstances) for assistance provided under 
subsection (b) in setting compensation; 

‘‘(B) shall have, to the maximum degree 
feasible, streamlined procedures for deter-
mining compensation; and 

‘‘(C) may, at the President’s discretion, be 
based on a good faith estimate of cost to the 
government rather than an actual account-
ing of costs. 

‘‘(3) PERIODIC REVIEW.—The President shall 
periodically review, and if necessary revise, 
the regulations established pursuant to para-
graphs (1) and (2) to ensure that these regu-
lations result in full compensation to the 
government for transferred resources. Such 
reviews shall occur no less frequently than 
once every 2 years, and the results of such 
reviews shall be reported to the House Trans-
portation and Infrastructure Committee and 
the Senate Homeland Security and Govern-
mental Affairs Committee.’’. 
SEC. —111. DEFINITIONS. 

In this title: 
(1) DIRECTOR.—The term ‘‘director’’ means 

the director of the National Alert Office. 
(2) OFFICE.—The term ‘‘Office’’ means the 

National Alert Office established by section 
—105. 

(3) NATIONAL ALERT SYSTEM.—The term 
‘‘National Alert System’’ means the Na-
tional Alert System established by section 
—102. 

(4) NOAA.—The term ‘‘NOAA’’ means the 
National Oceanic and Atmospheric Adminis-
tration. 

(5) NON-COMMERCIAL SUSTAINING ANNOUNCE-
MENT PROGRAM.—The term ‘‘Non-Commercial 
Sustaining Announcement Program’’ means 
a radio and television campaign conducted 
for the benefit of a nonprofit organization or 
government agency using unsold commercial 
air time donated by participating broadcast 
stations for use in such campaigns, and for 
which the campaign’s sponsoring organiza-
tion or agency funds the cost of underwriting 
programs that serve the public convenience, 
interest, and necessity, as described in sec-
tion 307 of the Communications Act of 1934 
(47 U.S.C. 307). 

(6) WORKING GROUP.—The term ‘‘Working 
Group’’ means the National Alert System 
Working Group on the established under sec-
tion —106. 
SEC. —112. EXISTING INTERAGENCY ACTIVITIES. 

Nothing in this title shall be construed to 
require the termination of existing inter-
agency programs or activities, or coopera-
tive or consultative arrangements, related to 
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the provision of notice or information to the 
public about emergency situations that may 
require a public response. 
SEC. —113. FUNDING. 

Funding for this title shall be provided 
from the Digital Transition and Public Safe-
ty Fund in accordance with section 3010 of 
the Digital Television Transition and Public 
Safety Act of 2005 (47 U.S.C. 309 note). 

f 

NOTICE OF HEARING 

COMMITTEE ON ENERGY AND NATURAL 
RESOURCES 

Mr. DOMENICI. Mr. President, I 
would like to announce for the infor-
mation of the Senate and the public 
that a hearing has been scheduled be-
fore the Committee on Energy and Nat-
ural Resources. 

The hearing will take place on Thurs-
day, September 14, 2006 at 10 a.m., in 
room SD–628 of the Dirksen Senate Of-
fice Building in Washington, DC. 

The purpose of this hearing is to con-
sider the nomination of: C. Stephen 
Allred, of Idaho, to be an Assistant 
Secretary of the Interior, vice Rebecca 
W. Watson, resigned; Robert W. John-
son, of Nevada, to be Commissioner of 
Reclamation, vice John W. Keys, III, 
resigned. 

For further information, please con-
tact Judy Pensabene of the Committee 
staff at (202) 224–1327. 

f 

AUTHORITY FOR COMMITTEES TO 
MEET 

COMMITTEE ON FOREIGN RELATIONS 
Mr. STEVENS. Mr. President, I ask 

unanimous consent that the Com-
mittee on Foreign Relations be author-
ized to meet during the session of the 
Senate on Thursday, September 7, 2006, 
at 9:30 a.m. to hold a business meeting. 

The PRESIDING OFFICER. Without 
objection, it is so ordered. 

COMMITTEE ON VETERANS’ AFFAIRS 
Mr. STEVENS. Mr. President, I ask 

unanimous consent that the Com-
mittee on Veterans’ Affairs be author-
ized to meet during the session of the 
Senate on Thursday, September 7, 2006, 
to hold a hearing titled ‘‘ ‘Wounded 
Warrior’ Insurance: A First Look at a 
New Benefit for Traumatically Injured 
Servicemembers’’. 

The hearing will take place in room 
418 of the Russell Senate Office Build-
ing at 10 a.m. 

The PRESIDING OFFICER. Without 
objection, it is so ordered. 

SELECT COMMITTEE ON INTELLIGENCE 
Mr. STEVENS. Mr. President, I ask 

unanimous consent that the Select 
Committee on Intelligence be author-
ized to meet during the session of the 
Senate on September 7, 2006, at 2:30 
p.m. to hold a closed business meeting. 

The PRESIDING OFFICER. Without 
objection, it is so ordered. 

SPECIAL COMMITTEE ON AGING 
Mr. STEVENS. Mr. President, I ask 

unanimous consent that the Special 
Committee on Aging be authorized to 
meet Thursday, September 7, 2006 from 
10 a.m. to 12 p.m. in Dirksen 562 for the 
purpose of conducting a hearing. 

The PRESIDING OFFICER. Without 
objection, it is so ordered. 
SUBCOMMITTEE ON FEDERAL FINANCIAL MAN-

AGEMENT, GOVERNMENT INFORMATION, AND 
INTERNATIONAL SECURITY 
Mr. STEVENS. Mr. President, I ask 

unanimous consent that the Sub-
committee on Federal Financial Man-
agement, Government Information, 
and International Security be author-
ized to meet on Thursday, September 7, 
2006, at 9:30 a.m. for a hearing regard-
ing ‘‘IT Projects at Risk: Is it Too Late 
to Save $12 Billion?’’ 

The PRESIDING OFFICER. Without 
objection, it is so ordered. 

SUBCOMMITTEE ON TERRORISM, TECHNOLOGY, 
AND HOMELAND SECURITY 

Mr. STEVENS. Mr. President, I ask 
unanimous consent that the Sub-
committee on Terrorism, Technology 
and Homeland Security be authorized 
to meet to conduct a hearing on ‘‘Keep-
ing Terrorists Off the Plane’’ on Thurs-
day, September 7, 2006, at 2 p.m. in 
Dirksen 226. 

Witness List 

Paul Rosenzweig, Counselor to the 
Assistant Secretary for Policy, Plan-
ning and International Affairs, United 
States Department of Homeland Secu-
rity, Washington, DC; Jayson P. Ahern, 
Assistant Commissioner, Office of 
Field Operations, United States Cus-
toms of Border Protection, Wash-
ington, DC; Jess Ford, Director of 
International Affairs and Trade, Gov-
ernment Accountability Office, Wash-
ington, DC; and Leon J. Laylagian, Ex-
ecutive Vice President, Passenger- 
Cargo Security Group, Concord, NH. 

The PRESIDING OFFICER. Without 
objection, it is so ordered. 

f 

GENERAL SERVICES ADMINISTRA-
TION MODERNIZATION ACT 

On Wednesday, September 6, 2006, the 
Senate passed H.R. 2066, as follows: 

H.R. 2066 
Resolved, That the bill from the House of 

Representatives (H.R. 2066) entitled ‘‘An Act 
to amend title 40, United States Code, to es-
tablish a Federal Acquisition Service, to re-
place the General Supply Fund and the Infor-
mation Technology Fund with an Acquisi-
tion Services Fund, and for other purposes.’’, 
do pass with the following amendments: 
Ω1æ Page 2, line 25, strike out øup to five¿ 

Ω2æ Page 10, line 7, strike out øor¿ and all 
that follows through the end of line 9, and in-
sert: 

‘‘(B) the exceptional difficulty in recruiting 
or retaining a qualified employee, or 

‘‘(C) a temporary emergency hiring need, 

Ω3æ Page 10, line 20, strike out øDecember 31, 
2011.¿ and insert: December 31, 2011.’’. 

Ω4æ Page 10, strike out line 21 and all that 
follows through page 13, line 8, and insert the 
following new section and renumber subse-
quent section: 
SEC. 5. DISPOSAL OF FEDERAL SURPLUS PROP-

ERTY TO HISTORIC LIGHT STATIONS. 
Section 549(c)(3)(B) of title 40, United States 

Code, is amended— 
(1) in clause (vii), by striking ‘‘or’’ after the 

semicolon; 
(2) in clause (viii), by striking the period 

and inserting ‘‘; or’’; and 

(3) by adding at the end the following: 
‘‘(ix) a historic light station as defined 

under section 308(e)(2) of the National Historic 
Preservation Act (16 U.S.C. 470w–7(e)(2)), in-
cluding a historic light station conveyed under 
subsection (b) of that section, notwithstanding 
the number of hours that the historic light sta-
tion is open to the public.’’. 

Mr. FRIST. Mr. President, I ask 
unanimous consent the order for the 
quorum call be rescinded. 

The PRESIDING OFFICER. Without 
objection, it is so ordered. 

f 

FEDERAL FUNDING ACCOUNT-
ABILITY AND TRANSPARENCY 
ACT OF 2006 

Mr. FRIST. Mr. President, I ask 
unanimous consent that the Senate 
proceed to the immediate consider-
ation of Calendar No. 576, S. 2590. 

The PRESIDING OFFICER. The 
clerk will report the bill by title. 

The assistant legislative clerk read 
as follows: 

A bill (S. 2590) to require full disclosure of 
all entities and organizations receiving Fed-
eral funds. 

There being no objection, the Senate 
proceeded to consider the bill which 
had been reported by the Homeland Se-
curity and Governmental Affairs Com-
mittee with an amendment to strike 
out all after the enacting clause and 
insert the part printed in italic. 

S. 2590 
Be it enacted by the Senate and House of Rep-

resentatives of the United States of America in 
Congress assembled, 
øSECTION 1. SHORT TITLE. 

øThis Act may be cited as the ‘‘Federal 
Funding Accountability and Transparency 
Act of 2006’’. 
øSEC. 2. FULL DISCLOSURE OF ENTITIES RECEIV-

ING FEDERAL FUNDING. 
ø(a) IN GENERAL.— 
ø(1) WEBSITE.—Effective beginning January 

1, 2007 and subject to paragraphs (2) and (3), 
the Office of Management and Budget shall 
ensure the existence and operation of a sin-
gle updated searchable database website ac-
cessible by the public at no cost that in-
cludes for each entity receiving Federal 
funding— 

ø(A) the name of the entity; 
ø(B) the amount of any Federal funds that 

the entity has received in each of the last 10 
fiscal years; 

ø(C) an itemized breakdown of each trans-
action, including funding agency, program 
source, and a description of the purpose of 
each funding action; 

ø(D) the location of the entity and primary 
location of performance, including the city, 
State, congressional district, and country; 

ø(E) a unique identifier for each such enti-
ty and parent entity, should the entity be 
owned by another entity; and 

ø(F) any other relevant information. 
ø(2) INITIAL DATA.—Effective January 1, 

2007, the website shall include data for fiscal 
years 2006 and 2007. 

ø(3) PREVIOUS FISCAL YEARS.—Not later 
than January 1, 2009, information required 
by this section shall be posted on the website 
for fiscal years 1999 through 2005. 

ø(b) DEFINITIONS.—In this section: 
ø(1) ENTITY.—The term ‘‘entity’’— 
ø(A) includes— 
ø(i) a corporation; 
ø(ii) an association; 
ø(iii) a partnership; 
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